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1. Indledning

Folketingets partier indgik i januar 2018 en aftale om digitaliseringsklar lovgivning, som skal sikre et
mere enkelt og klart lovgrundlag, som er let at forstd og omsette til sikre og brugervenlige digitale
losninger. Denne vejledning beskriver de nye krav, som ministerierne skal leve op til i forbindelse med
udarbejdelse af ny lovgivning med henblik pa at understette digitaliseringsklar lovgivning.

1.1. Formélet med digitaliseringsklar lovgivning

Digitaliseringsklar lovgivning skal skabe grundlaget for en mere tidssvarende og sammenhangende
offentlig forvaltning, som understetter, at ressourcerne anvendes der, hvor det giver storst vaerdi for
borgere og virksomheder og bidrager til en mere brugervenlig, lettilgaengelig og transparent offentlig
sektor, som understotter den enkeltes retssikkerhed. Digitaliseringsklar lovgivning handler kort sagt om at
sikre, at lovgivningen passer til det digitale samfund, som Danmark er.

Komplekse regler med mange skon og undtagelser er vanskelige at administrere og kan hindre en
tilstreekkeligt effektiv eller digital myndighedsbetjening. Hvis de digitale muligheder ikke er tenkt ind i
lovgivningen og de grundleggende politiske aftaler fra start, kan det ogsa fore til udvikling af unedigt
komplekse it-losninger samt dyrere udvikling og it-vedligehold.

At indteenke digital understottelse i det lovforberedende arbejde kan bidrage til at forny den offentlige
sektor samt hgjne kvaliteten af lovene. Digitale lgsninger og ny teknologi er ikke et mal i sig selv, men et
middel til at sikre en mere moderne og effektiv offentlig service til gavn for bade borgere, virksomheder
og myndighederne selv.

1.2. Ny lovgivning skal vaere digitaliseringsklar

Det fremgar af den politiske aftale om digitaliseringsklar lovgivning, at ny lovgivning skal vere digitali-
seringsklar fra den 1. juli 2018. Det betyder, at ny lovgivning skal tilvejebringe rammebetingelserne for,
at myndigheder kan opna en hel eller delvis digital administration samt brug af ny teknologi, som kan
understotte en bedre og mere effektiv offentlig opgavelesning.

Kravene gelder for lovforslag, som fremsettes fra og med folketingsaret 2018/2019 og for de administra-
tive forskrifter, herunder bekendtgerelser, der udstedes fra den 1. juli 2018. Det betyder, at der allerede
i det lovforberedende arbejde ber geres overvejelser om digitalisering, den efterfolgende administration,
databrug og kontrolmuligheder.

Ved storre eller vaesentlige @ndringer i eksisterende lovgivning ber fagministeriet overveje, om der ber
foretages en mere grundleggende revision af hele hovedloven, sa det sikres, at hele hovedloven bliver
digitaliseringsklar.
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I kapitel 4 er beskrevet en rakke metoder til, hvordan fagministeriet kan arbejde med at sikre, at
lovgivningen bliver digitaliseringsklar, herunder at der sikres et tidligt fokus pé at indtenke digitalisering
1 lovarbejdet.

1.3. Obligatorisk vurdering af offentlige implementeringskonsekvenser

Det bliver ligeledes per 1. juli 2018 obligatorisk for fagministeriet at vurdere og beskrive lovforslagets
offentlige implementeringskonsekvenser i lovbemarkningerne. Vurderingen af de offentlige implemente-
ringskonsekvenser bygger videre pd og erstatter den tidligere obligatoriske vurdering af lovforslagets
administrative konsekvenser for det offentlige.

Offentlige implementeringskonsekvenser omfatter folgende elementer:

e syv principper for digitaliseringsklar lovgivning

e organisatoriske forhold samt administrative omstillings- og driftskonsekvenser
e it-understattelse, styring og risiko

e databeskyttelse og genbrug af data

Der kan ogsd vare gvrige implementeringskonsekvenser bl.a. i forhold til borgere og virksomheder." S4-
danne implementeringskonsekvenser i forhold til borgere og virksomheder beskrives, som hidtil, under de
selvstendige punkter herom i lovbemerkningerne.

Med henblik pé at sikre fokus pa implementeringskonsekvenser i hele beslutningskaeden bliver det
endvidere et krav, at implementeringskonsekvenser vurderes og beskrives ved centrale regeringsbeslut-
ninger og ved politiske forhandlinger og forlig. Derfor skal myndigheder med sager til foreleggelse i
regeringens ekonomiudvalg og koordinationsudvalg vurdere og beskrive implementeringskonsekvenser
som led i sagsfremstillingen. Tilsammen skal det understette, at implementeringskonsekvenser kortleegges
tidligst muligt i den politiske beslutningsproces, og at beslutninger og vedtagelse af ny lovgivning sker pa
et velbelyst grundlag.

Et lovforslag kan selvsagt have andre konsekvenser end offentlige implementeringskonsekvenser. Frem-
gangsmaden ved vurdering af disse er uandret og er som hovedregel beskrevet i Finansministeriets
Vejledning om konsekvensanalyser?. Det gzlder ligeledes, at skonomiske konsekvenser for det offentlige
fortsat vurderes og beskrives sarskilt.

1.4. Om denne vejledning/lzesevejledning

Formalet med vejledningen er at vejlede fagministeriet om den obligatoriske vurdering af lovgivningens
implementeringskonsekvenser, herunder hvordan fagministeriet kan sikre, at lovforslaget bliver digitalise-
ringsklart.

I kapitel 2 beskrives de elementer, som ber indgéd 1 fagministeriets obligatoriske vurdering af imple-
menteringskonsekvenser: Principper for digitaliseringsklar lovgivning, organisatoriske og administrative
omstillings- og driftskonsekvenser, it-understottelse, styring og risiko, databeskyttelse samt betydningen
for borgerne og virksomhederne.

I kapitel 3 beskrives metoden til gennemforelse af konsekvensanalyser, jf. Vejledning om konsekvensana-
lyser. Endvidere beskrives kravet om, at fagministeriet ber sende lovforslag med implementeringskonse-
kvenser 1 hering 1 Digitaliseringsstyrelsen sd vidt muligt 6 uger for ekstern hering, jf- kapitel 3.4.

Kapitel 4 indeholder en rekke anbefalinger til, hvordan myndigheder kan arbejde med at sikre, at
lovgivningen bliver digitaliseringsklar. Kapitlet er alene tenkt som inspiration til myndighederne og
indeholder ingen obligatoriske krav.
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Til sidst findes 1 vejledningens kapitel 5 et appendiks 5.1, hvor der er samlet en rekke konkrete eksempler
pa, hvordan digitalisering pa forskellige lovomréder er indtenkt i1 lovforslag med henblik pd at gere
lovgivningen digitaliseringsklar. Endvidere indeholder kapitlet et appendiks 5.2, hvor uddrag af Justitsmi-
nisteriets notat fra 2015 om forvaltningsretlige krav til digitale losninger er gengivet.

I kapitel 5.3 beskrives Databeskyttelsesforordningen og databeskyttelsesloven.

Vejledningen er sarligt montet pd ny lovgivning, bdde hovedlove og @ndringslove, men samme overve-
jelser vil vere relevante, nar lovgivning skal udmentes 1 bekendtgerelser, cirkularer og vejledninger.

2. Hvilke offentlige implementeringskonsekvenser ber vurderes?

Fra 1. juli 2018 treeder de nye krav i kraft om, at ny lovgivning i udgangspunktet skal vare digita-
liseringsklar. Derudover bliver det obligatorisk at vurdere offentlige implementeringskonsekvenser i
lovforslag. Det betyder, at for lovforslag, som fremsettes fra folketingsaret 2018/19, ber fagministeriet
gennemfore en konsekvensvurdering af lovforslagets offentlige implementeringskonsekvenser. I vurderin-
gen indgdr fremover en vurdering af, hvorvidt de syv principper for digitaliseringsklar lovgivning er fulgt.

Offentlige implementeringskonsekvenserne ber beskrives som et fast punkt 1 lovforslagets almindelige
bemarkninger. Beskrivelsen af offentlige implementeringskonsekvenser bygger videre pd og treeder 1 ste-
det for den tidligere forpligtelse til at beskrive administrative konsekvenser for det offentlige og omfatter
dels de hidtidige elementer vedrerende administrative omstillings- og driftskonsekvenser, dels en rekke
nye elementer vedrorende digitaliseringsklare regler, it-lovadministration og databeskyttelse. Lovgivning
kan ogsad have implementeringskonsekvenser 1 forhold til borgerne, fx hvis den 1 hgjere grad tilvejebrin-
ger en tryg og sikker datahandtering for borgeren. Sddanne konsekvenser ber beskrives under det faste
punkt om konsekvenser for borgerne i lovforslagets almindelige bemarkninger, ligesom konsekvenser for
virksomhederne ber beskrives under det faste punkt om konsekvenser for erhvervslivet, og ekonomiske
konsekvenser for det offentlige beskrives serskilt.

Safremt myndigheden vurderer, at lovforslaget har offentlige implementeringskonsekvenser, ber disse
beskrives naermere, ligesom myndigheden s& vidt muligt ber sege at kvantificere dem. Vurderes konse-
kvenserne at vere uvasentlige, bor dette fremgé af bemarkningerne til lovforslaget.

Formalet med vurderingen af offentlige implementeringskonsekvenser er at sikre et bedre beslutnings-
grundlag og eget fokus pd savel administrative og it-relaterede omstillingskonsekvenser som driftskonse-
kvenser af lovforslaget. Kravet skal understotte, at der er taget stilling til vasentlige forudsatninger for en
effektiv implementering, herunder efterfolgende administration og it-understottelse af lovgivningen, forud
for Folketingets stillingtagen til lovforslaget.

2.1. Syv principper for digitaliseringsklar lovgivning

Fagministeriet ber vurdere i hvilken grad, lovforslaget folger de syv principper for digitaliseringsklar
lovgivning med henblik pa at sikre, at lovgivningen nemmere og mere enkelt kan digitaliseres - bade i
form af digital administration og digitale services til borgere og virksomheder.

Fagministeriet ber beskrive 1 lovbemerkningerne, om lovforslaget felger de syv principper for digita-
liseringsklar lovgivning. Der kan dog vere tilfzelde, hvor sarlige hensyn taler imod, at principperne
folges. Hvis principperne ikke folges, bor det beskrives i1 lovbemarkningerne, hvad der ligger til grund
herfor. Det ber beskrives hvilke hensyn, der varetages ved at fravige principperne, herunder hvorfor disse
hensyn ikke kan varetages inden for rammerne af principperne.
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Boks 1
Principper for agil, erhvervsrettet regulering

Regeringen har i strategi for Danmarks digitale vaekst lanceret fem principper for agil, erhvervsrettet
regulering, som skal gere det lettere for erhvervslivet at anvende nye digitale teknologier og forret-
ningsmodeller. Fra den 1. juli vil det vere obligatorisk for myndigheder at vurdere, om erhvervsrettet
regulering understetter virksomhedernes muligheder for at anvende nye digitale teknologier og
forretningsmodeller samtidig med, at lovens overordnede formél og beskyttelseshensyn fastholdes.

Principperne har til formal at sikre, at ny regulering ikke unedigt bremser virksomhedernes anven-
delse af nye teknologier og forretningsmodeller eller gor offentlige digitale losninger byrdefulde
for virksomhederne at efterleve. De adskiller sig derved fra principperne for digitaliseringsklar
lovgivning, der har til formal at sikre, at ny regulering understetter muligheden for hel eller delvis
digital administration samt brug af ny teknologi, som kan understette en bedre og mere effektiv
offentlig opgavelesning til gavn for borgere og virksomheder .

Laes mere om de fem principper for agil erhvervsrettet regulering i Strategi for Danmarks digitale
veekst (januar 2018), Aftale mellem regeringen, Dansk Folkeparti og Radikale Venstre om initiativer
for Danmarks digitale veekst (februar 2018) samt 1 Vejledning om principper for agil, erhvervsrettet
regulering (juni 2018).

Opfoelgning pd myndighedernes vurdering af principperne for agil erhvervsregulering og vejledning
til myndighedernes vurdering af principperne varetages af Erhvervsministeriet ved Erhvervsstyrel-
sen .

De syv principper for digitaliseringsklar lovgivning er beskrevet nedenfor. For hvert enkelt princip er der
oplistet en rekke hjelpesporgsmal, som fagministeriet kan bruge som led i det lovforberedende arbejde.

Boks 2
7 principper for digitaliseringsklar lovgivning

Princip 1: Enkle og klare regler

Princip 2: Digital kommunikation

Princip 3: Mulligger automatisk sagsbehandling

Princip 4: Sammenhang pa tvars — ensartede begreber og genbrug af data
Princip 5: Tryg og sikker datahandtering

Princip 6: Anvendelse af offentlig infrastruktur

Princip 7: Forebygger snyd og fejl

Princip 1: Enkle og klare regler

Lovgivningen ber vare enkel og klar, sd den er let at forstd for borgere og virksomheder. Enkle regler
oger retssikkerheden ved at skabe storre klarhed om den enkeltes retsstilling og fremmer borgere og
virksomheders oplevelse af en fair og retfeerdig behandling. For myndigheder har enkle og klare regler
endvidere den fordel, at de er nemmere at forvalte og bidrager til en mere ensartet administration og
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digital lovunderstottelse. Er lovgivningen uklar eller kompleks med mange undtagelser, krav, ordninger,
proceskrav eller sken, kan den vere vanskelig at administrere - ogsé digitalt.

Reglerne ber udformes klart og enkelt, entydigt og konsistent. At reglerne er enkle er ikke nedvendigvis
ensbetydende med, at lovteksten er kort. Det kan godt kreve flere ord at gere det entydigt og klart,
hvad reglerne er. Det @ndrer dog ikke pa det overordnede lovtekniske princip om, at overfledige ord i
lovteksten ber undgés.

Det ber fremgé klart af lovteksten, hvad der er hovedregler og undtagelser, og det ber overvejes, om der
1 stedet for yderligere undtagelser og s@rordninger ber laves en grundleggende revision af lovgivningen,
s den som helhed bliver mere enkel og klar. Undtagelser ber dog opretholdes 1 det omfang, det er
nedvendigt for at sikre borgerne en retssikkerhedsmessigt betryggende behandling.

Endvidere ber reglerne udformes entydigt og konsistent. De samme ord ber anvendes konsistent i lovfor-
slaget, og der skal anvendes pracise og entydige begreber. Endelig ber reglerne affattes systematisk, let
leeseligt og paedagogisk jf. Justitsministeriets lovkvalitetsvejledning, kapitel 2.1.%

Ligger myndighedens fagkontorer inde med viden om implementeringskonsekvenser af reglerne, kan
disse med fordel inddrages allerede i udfaerdigelsen af lovforslaget for at sikre, at de lovgivningsmaessige
vilkar for den efterfolgende implementering og administration af lovgivningen bliver sa smidig og
hensigtsmessig som muligt. Eksempelvis kan viden om forventede gennemsnitlige sagsbehandlingstider
og andelen af sager, som forventes at veere omfattet af undtagelser mv. inddrages og beskrives, ligesom
ikrafttraedelsesbestemmelser evt. kan tilpasses ud fra viden om, hvor leenge det vil tage at tilvejebringe
den forngdne it-understottelse af reglerne.

Tjeksporgsmal:

e Er regler og begreber formuleret pa en klar, enkel, entydig og konsistent made?

e Skelnes der klart mellem hovedregler og undtagelser?

e Sifremt reglerne indeholder proceskrav: Kan lovteksten omsettes til en raekke arbejdsopgaver, og er
beskrivelsen af de enkelte trin oplistet i den for arbejdsgangen sekventielle reekkefolge i loven?

e Er det tydeligt, hvilke akterer bestemmelserne retter sig mod?

e Er viden om implementeringskonsekvenser, fx sagsbehandlingstider, inddraget i lovudarbejdelsen?

Princip 2: Digital kommunikation

Lovgivningen skal understotte, at der kan kommunikeres digitalt med borgere og virksomheder. For de
borgere og virksomheder, som ikke kan kommunikere digitalt, ber der fortsat tilbydes alternative lgsnin-
ger. Det kan eksempelvis vere gennem hjelp og vejledning eller alternative kommunikationskanaler.

Safremt det skal veere obligatorisk for borgere og virksomheder at kommunikere digitalt med offentlige
myndigheder, skal der veare lovhjemmel hertil®. Lovhjemlen ber udformes, sé den tager hejde for en
fremtidig teknologisk udvikling. Dvs. at den i udgangspunktet ber vere teknologineutral og dermed und-
gd at referere til specifikke kommunikationsmidler som telefon, SMS, apps, fagsystemer eller lignende.

Med lov om Digital Post fra offentlige afsendere” er der indfert krav om brug af digital post ved direkte
kommunikation med borgere og virksomheder. Der er dog fastsat mulighed for fritagelse for digital
kommunikation.

For s& vidt angar indferelse af obligatorisk digital selvbetjening, ber der vaere muligheder for at blive
betjent pa anden vis end digitalt 1 lighed med det koncept, der bl.a. er indfert med de fire belgelove
om obligatorisk digital selvbetjening®. Det folger af konceptet, at hvis myndigheden i den konkrete
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situation, hvor borgeren henvender sig, vurderer, at der foreligger sarlige forhold, der ger, at borgeren
ikke ma forventes at kunne anvende digital selvbetjening, skal myndigheden tilbyde en alternativ kommu-
nikationsform. Searlige forhold kan eksempelvis vare borgere med bestemte handicap, séavel kognitivt
som fysisk funktionsnedsettelse og demens, borgere, der mangler digitale kompetencer, visse socialt
udsatte borgere, borgere med psykiske lidelser, hjemlase, borgere med sprogvanskeligheder mv. Der
foreligger serlige forhold for disse borgere, hvis hjelp eller medbetjening fra den offentlige myndigheds
side konkret vurderes ikke at vare en egnet losning til at muliggere digital ansegning, anmeldelse eller
indberetning mv.

Digitale selvbetjeningslosninger skal vere tilgaengelige - ogsé for borgere med funktionsnedsettelse. Fra
juni 2018 gaelder lov om tilgengelighed af offentlige organers websteder og mobilapplikationer”, som
har til formal at gere offentlige organers websteder og mobilapplikationer mere tilgengelige for brugere,
navnlig, men ikke udelukkende, for personer med handicap. Med vedtagelsen af lovforslaget skal de of-
fentlige organer opfylde tilgengelighedskrav 1 opbygningen og driften af de websteder og senere ogsa de
mobilapplikationer, som de pdgaldende organer driver og vedligeholder. Lovforslaget medferer desuden,
at organerne offentligger en erklering med angivelse af indhold, der ikke efterlever kravene. Her skal det
ogsa fremga, hvor borgeren kan henvende sig, hvis der er indhold, der ikke er tilgengeligt.

Tjeksporgsmal:

e Er der den fornedne lovhjemmel til obligatorisk digital kommunikation mellem borgere og virksomhe-
der og det offentlige?

e Er lovhjemlen formuleret saledes, at den omfatter en fremtidig teknologisk udvikling, dvs. at den er
teknologineutral?

e Er det tydeligt, hvad der skal kommunikeres digitalt (eksempelvis ansggninger, afgerelser mv.)?

e Kommunikation til offentlige myndigheder: Folger eventuelle krav om obligatorisk brug af digital
selvbetjening konceptet fra modellen i de fire belgelove om obligatorisk digital selvbetjening (jf. lov
nr. 558 af 18. juni 2012, lov nr. 662 af 12. juni 2013, lov nr. 552 af 2. juni 2014 og lov nr. 742 af 1. juni
2015)?

e Webtilgengelighed: Folges reglerne om webtilgengelighed som anfert 1 implementeringen af Europa-
parlamentets og Radets direktiv om webtilgengelighed med henblik pd at sikre, at personer med
synshandicap eller andre funktionsnedsattelser ogsd har adgang til den digitale losning?

Princip 3: Muligger automatisk sagsbehandling

Lovgivningen ber understette, at administrationen af lovgivningen kan ske helt eller delvist digitalt og
under hensyntagen til borgernes og virksomhedernes retssikkerhed.

Det er som udgangspunkt en forudsatning for, at en offentlig myndighed kan anvende et system, hvor
afgerelser treeffes automatisk, at de automatiserede dele af afgorelsen kan traeffes efter rent objektive kri-
terier saledes, at det ligger helt fast hvilke faktiske oplysninger, der er relevante, og hvilke retsvirkninger,
det indebzrer, hvis det ene eller det andet faktum foreligger.

I tilfelde, hvor lovgivningen pa et omrade forudseatter, at afgerelsen eller elementer i afgerelsen beror
pa et skon, vil det kunne begrense, hvor langt automatiseringen af sagsbehandlingen kan raekke. Det
kan lgses ved, at skennet foretages manuelt, mens evrig sagsbehandling understottes digitalt. Det kan
dog ogsa fere til overvejelser om @ndring af lovgivningen, s det i hejere grad indrettes til en mere
automatiseret sagsbehandling. Dette athaenger af, om det er hensigtsmessigt og fagligt relevant med
et skon. Automatiseret sagsbehandling indebarer bl.a., at lovgivningen i udgangspunktet udformes, sé
der anvendes objektive kriterier, hvor det vurderes relevant, og med klare og entydige begreber samt
fellesbegreber frem for saerbegreber.
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Brug af automatisk sagsbehandling @ndrer ikke ved, at de forvaltningsretlige regler om f.eks. begrundel-
se, vejledning, partshering, mv. skal overholdes, se bl.a. afsnit 5.2.

Objektive kriterier i lovgivningen er en forudsetning for automatisering af sagsbehandlingen. Et objektivt
kriterium betyder, at det objektivt kan afgeres, om et kriterium er opfyldt. Fx vil et kriterium om
’storstedelen af aret” vere genstand for sken og fortolkning, mens “mere end 250 kalenderdage om
aret” kan vurderes objektivt. Safremt der indferes fuldautomatiseret sagsbehandling péd baggrund af
objektive kriterier, ber fagministeriet bl.a. vere opmarksomt pa, om der er tilstrekkelig vejledning til
borgere og virksomheder om fx klagemuligheder. Endvidere skal det sikres, at afgerelsen har en sadan
gennemsigtighed, at det er muligt for borgeren at vurdere sine klagemuligheder, ligesom det skal vere
muligt at foretage en efterprovelse af afgeorelsen.

Objektive regler ber kun anvendes, nar det giver mening, og nar der ikke er behov for et fagprofessionelt
skon. En gget brug af objektive regler kan dog give de fagprofessionelle mulighed for at bruge mere tid
pa de mere komplekse sagstyper, hvor der er et stort behov for et fagprofessionelt skon, fx 1 sager om
barnets tarv og stette til serligt udsatte borgere.

Pé nogle omrader kan der vare gode grunde til at fastsette krav i lovgivningen om udevelse af sken. Det
giver mulighed for at lave en helhedsvurdering, hvor der kan inddrages forhold i den konkrete situa-
tion. Eksempelvis vil det vare relevant at anvende sken som grundlag for beslutninger om samver
med bern 1 skilsmissesager med henblik pa at sikre, at det sker ud fra en konkret vurdering af barnets
tarv og familiemessige situation. I andre tilfeelde kan det overvejes, om der er elementer i skennet,
som har en sddan generel og fast karakter, at det 1 stedet for at vere en del af skennet ber vere et
objektivt kriterium i1 loven. Her kan en analyse af hidtidig praksis hjelpe med at afdekke, om der er
mulighed for at opstille sadanne hovedkriterier og fastholde skennet til en restgruppe”, som ikke falder
inden for de hovedtilfelde, som praksis viser, at der er for, hvornar man fx er berettiget til at modtage
en given ydelse. En sddan fremgangsmade vil understotte, at det bliver mere klart, hvad borgerens
retsstilling er. Samtidig &bnes der op for, at en sterre del af sagsbehandlingen, hvor der er fastsat objektive
hovedkriterier, vil kunne understottes digitalt. For sd vidt angér restgruppen, har myndigheden ansvaret
for at sikre, at der fortsat udeves et skeon. Det kan geres ved at udforme en skensbestemmelse, som
omfavner de resterende tilfelde, der ikke falder ind under hovedkriterierne. Denne del kan fx udtages
til manuel behandling. Safremt der fastsattes regler om sken, ber det allerede pa lovgivningstidspunktet
overvejes, om der er relevant datagrundlag, som ber indgd i skennet.

En aget brug af objektive regler kan bidrage til en mere effektiv og ensartet sagsbehandling og understot-
te, at ressourcerne anvendes pa de mere komplekse sager, hvor der er et stort behov for et fagprofessionelt
skon, fx sager vedrerende sarligt udsatte borgere.

Det ber ligeledes overvejes, om der er gentagne administrative processer, som fx tilskrivning af renter,
som med fordel kan ensrettes péd tvaers af lovomrader gennem fastsattelse af ensartede regler. Det kan
understotte en mere ensartet administration og digital understottelse.

Lovgivningen ber 1 udgangspunktet vere teknologineutral, sa det sikres, at lovgivningen ikke regulerer
brugen af en teknologi, som sidenhen foraldes. Bemark, at ord som “brev” kan vare bundet op pa en
bestemt sagsgang eller teknologi, som maske ikke er fremtidssikret. I stedet kan anvendes formuleringer

som “’give meddelelse om”, “orientere”, varsle” eller tilsvarende. Det kan dog ogsa veare et selvstendigt
formal med lovgivningen at regulere anvendelsen af en bestemt teknologi.

Det er vigtigt at vere opmarksom pd databeskyttelsesforordningens artikel 22, der indeholder regler
om brugen af automatiske, individuelle afgerelser, herunder profilering. Det folger heraf, at registrerede
personer har ret til at gore indsigelse mod automatiske, individuelle afgerelser. Dette gaelder dog ikke,
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hvis afgerelsen er hjemlet 1 national lovgivning. Séfremt det er muligt inden for rammerne af den
nationale lovgivning at beslutte, at afgerelser skal ske automatisk uden indblanding af en sagsbehandler,
er det tilstrekkeligt, fx ved at det af bemarkningerne fremgér, at afgerelsen vil ske digitalt uden men-
neskelig indblanding. Der skal dog i1 national ret vare fastsat passende foranstaltninger til beskyttelse
af den registreredes rettigheder mv. Det ma anses for en passende foranstaltning, hvis borgeren fx kan
paklage den automatiske afgarelse til en overordnet myndighed, hvor klagesagen behandles ved mennes-
kelig indblanding. For narmere herom, se betenkning 1565/2017 om databeskyttelsesforordningen, side
370-389%).

Tjeksporgsmal:

e Er mulighederne for at anvende objektive kriterier afsggt?

e Kan der fx péd baggrund af hidtidig praksis opstilles hovedkriterier for en delmangde af de hidtidige
skensbaserede vurderinger?

e Er mulighederne for, at (dele af) lovgivningen udformes sadan, at sken og skensmassige vurderinger
minimeres, afsogt?

e Er mulighederne for at indrette reglerne med henblik pa automatiserede sagsgange afsegt, herunder
forholdet til de relevante forvaltnings- og databeskyttelsesretlige krav?

e Er der behov for at indsatte skansbaserede kriterier for en restgruppe eller fastsaette regler om udevelse
af et skon for at give mulighed for at inddrage konkrete forhold og den konkrete situation?

e Er det sikret, at det fagprofessionelle sken er opretholdt i tilfzelde, hvor hensynet til borgernes retssik-
kerhed taler herfor?

e Er reglerne teknologineutrale?

Princip 4: Sammenhzeng pa tveers - ensartede begreber og genbrug af data

Med henblik pé at skabe sammenhang pa tvars af den offentlige sektor og for at understotte en effektiv
offentlig service ber fagministeriet overveje, om der i stedet for at indfere nye indberetningskrav kan
treekkes pa data fra eksisterende offentlige registre som grundlag for administrationen af lovgivningen.

Begreber og data ber s& vidt muligt genbruges pé tvers af myndigheder. Hvis fagministerierne anvender
ensartede begreber, skaber det grundlag for, at myndighederne kan genbruge data. Her ber fagministeriet
vaere opmarksomt pa relevante krav til deling af data samt sondring mellem forskellige typer af data.

Begreber bor defineres klart, entydigt og konsistent. Det ber vare klart og entydigt defineret, hvad fx
“husstandsindkomst” bestar af, dvs. hvilke personer, der indgar i en ’husstand” og hvilke indtagter, der
indgér 1 "indkomst”. Hvis begreber anvendes klart og entydigt pé tvers af myndigheder, understotter det
en mere ensartet og effektiv offentlig administration.

Endvidere ber der anvendes fwellesbegreber frem for sarbegreber. Hvis det samme eller nasten det
samme begreb anvendes i flere love, bar samme definition af lignende begreber s& vidt muligt anvendes
saledes, at fx “indkomst” anvendes som begreb og har samme betydning i forskellige love. Der ber ikke
anvendes forskellige begreber for det samme eller tilneermelsesvist det samme. Dette vil ogsd understotte
muligheden for datadeling.

Ved genbrug af data i det offentlige ber det samtidigt sikres, at datasikkerheden varetages pd en tryg og
forsvarlig made og inden for rammerne af databeskyttelseslovgivningen®). Myndighederne ber ved anven-
delse af personoplysninger vere opmarksomme pd de databeskyttelsesretlige regler. Ved udarbejdelse
af ny lovgivning, der indebzrer behandling af personoplysninger, ber der opstilles klare kriterier for
myndighedernes indsamling og efterfolgende behandling af personoplysninger.
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Hvis der allerede findes data, som understotter lovens begreber, fx bopalsdata 1 CPR-registeret eller
indkomstdata fra Skatteministeriet, kan lovgivningen som udgangspunkt udformes, sa det bliver muligt
at anvende disse data. Myndigheden ber derfor undersege, om der er relevante data, som kan anvendes
som led 1 sagsbehandlingen. Som et alternativ kan det overvejes, om der kan anvendes andre lignende
begreber, som der allerede findes data pa, sé det bliver muligt at anvende disse 1 sagsbehandlingen. Sekre-
tariatet for digitaliseringsklar lovgivning kan veare behjelpelig med at anvise muligheder for og etablere
rammebetingelser for deling af data pé tvers af myndigheder.

Det ber overvejes, om andre myndigheder kan have brug for at anvende data i deres arbejde og kan
bidrage til en lobende opdatering heraf. Myndigheder ber som udgangspunkt stille deres data til radighed
for andre myndigheder pd foranledning medmindre, at der er gkonomiske, juridiske (herunder serligt
databeskyttelsesretlige) eller sikkerhedsmessige hensyn, der gor, at det ikke er hensigtsmeessigt.

Ved myndighedernes deling af registre ber der tydeligt tages stilling til hvilken myndighed, der er
ansvarlig for registret og dermed for opfyldelsen af forpligtelserne i de databeskyttelsesretlige regler,
herunder ansvar for oplysningernes kvalitet, information til den registrerede, sletning af foreldede og
urigtige oplysninger samt regler om behandlingssikkerhed.

Der ber som udgangspunkt anvendes de samme definitioner af data, periodiseringer mv., som allerede
eksisterer 1 offentlige registre. Ved at anvende falles standarder og arkitektur for deling af data sikres
de bedste forudsetninger for et sikkert datagenbrug og mulighed for, at myndigheder i fellesskab kan
bidrage til at oge validiteten og kvaliteten af data. Sekretariat for digitaliseringsklar lovgivning vil
pa baggrund af arbejdet med at gere lovgivning digitaliseringsklar se pa muligheden for at fremme
synligheden af centrale definitioner og begreber og deres primere offentlige datakilder med henblik pa at
fremme genbrug af begreber, definitioner og data.

Tjeksporgsmal:

e Kan data, som det offentlige allerede indsamler — eksempelvis adresse-, person-, virksomheds-, geo-
eller boligdata — genanvendes (under hensyntagen til bl.a. databeskyttelseslovgivningen), eller skal der
indsamles nye data fra borgere eller virksomheder?'?

e Er det sikret, at der bruges de samme definitioner af data, periodiseringer mv., som eksisterer i
offentlige registre, fx de indkomst- og periodiseringsdefinitioner, som anvendes i eIndkomst?

e Anvendes eksisterende geodata - eksempelvis data fra Danmarks Miljeportal, Plansystem.dk og geo-
danmark.dk?

Princip 5: Tryg og sikker datahiandtering

En hej grad af digitalisering forudsatter, at datasikkerhed prioriteres hejt af myndighederne. Oplysninger
fra offentlige registre, fx om navn og adresse i CPR, kan inden for rammerne af data-beskyttelseslov-
givningens anvendes til at give borgerne en smidig og effektiv sagsbehandling, men det er samtidigt
helt fundamentalt, at myndighederne sikrer en tryg og sikker datah&ndtering i den offentlige sektor i
forbindelse med en gget dataanvendelse. Samtidigt ber det overvejes, om borgere og virksomheder kan
f4 adgang til at se data om dem selv og folge med i deres egen sag med henblik pa at skabe transparens,
jf. de forvaltningsretlige og databeskyttelsesretlige regler. Borgere og virksomheder ber have let adgang
til at se de data om dem selv, som en myndighed ligger inde med. Der arbejdes, bl.a. som led i den
feellesoffentlige digitaliseringsstrategis initiativ 1.3, pa at skabe et overblik over egne sager og ydelser,
hvor borgere og virksomheder tilbydes indblik i offentlige data om dem selv.

Der ber allerede 1 det lovforberedende arbejde vere fokus pa, om ny lovgivning giver anledning til saerli-
ge opmarksomhedspunkter i forhold til en tryg og sikker handtering af borgernes og virksomhedernes
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data. Det kraever, at tekniske losninger bygges pd en made, si alle led 1 administrationen understotter
en sikker og tryg datahindtering, og at der sikres transparens i den offentlige datahandtering. Derudover
ber det overvejes, om lovgivningen understotter “databeskyttelse gennem design”. For nermere herom
henvises til kapitel 5 om databeskyttelsesforordningen og databeskyttelsesloven og Justitsministeriets
Datatilsynets og Digitaliseringsstyrelsens vejledning om behandlingssikkerhed.

Tjeksporgsmal:

e Legger lovforslaget op til indsamling eller genbrug af data, herunder fra andre myndigheder?
e Er der den fornedne hjemmel til evt. indsamling eller genbrug af data?

e Er der indtenkt en sikker og tryg datahdndtering, herunder beskyttelse af personoplysninger?

Princip 6: Anvendelse af offentlig infrastruktur

Offentlige myndigheder ber i det omfang, det er muligt og hensigtsmaessigt, anvende eksisterende offent-
lig infrastruktur, sa der sikres sterst muligt genbrug og sammenheang pa tvers. Lovgivningen ber derfor
tage hegjde for, om det er muligt at anvende eksisterende offentlig infrastruktur som fx NemlID, Digital
Post, NemKonto og eIndkomst.

Tjeksporgsmal:

e Anvendes eksisterende fallesoffentlig infrastruktur, herunder fx NemID/mobil NemID, Digital Post-
losningen, Nem Log-in, Digital Fuldmagt, NemKonto, eFaktura, NemHandel eller eIndkomst frem for
serskilte, egenudviklede lgsninger?

e Anvendes eksisterende fellesoffentlige processer, herunder processer for partshering, deling/adgang
til store dokumenter, kvittering, advisering, rapportering, tilsyn mv.? Der kan hentes inspiration i den
feellesoffentlige Forretningsreferencemodel (FORM), som indeholder et opgavekatalog, der kan hjalpe
til at finde inspiration og referenceeksempler til udformning af processer!'?.

e Er der 1 forbindelse med opgavevaretagelsen behov for at logge pa forskellige offentlige it-syste-
mer? Hvis ja, ber disse it-systemer understottes evt. af NemID og NemLog-in.

e Udbetales der penge til borgere, virksomheder eller myndigheder (ikke refusion)? Hvis ja, kan Nem-
Konto med fordel anvendes.

e Kommunikeres der til borgere, virksomheder eller myndigheder? Hvis ja, ber Digital Post anvendes
som sikker forsendelseskanal.

Princip 7: Forebygger snyd og fejl

Allerede ved udarbejdelse af lovgivningen ber der tages hegjde for muligheden for efterfolgende kontrol
samt forebyggelse af snyd og fejl. Lovgivningen ber udformes, sa den giver mulighed for effektiv
it-anvendelse i kontrolgjemed, fx ved at give mulighed for at kontrollere, om sagsoplysninger er korrekte
ved hjelp af relevante offentlige registre. Der ber samtidigt tages stilling til, om lovgivning abner nye
muligheder for snyd og i givet fald, hvordan kontrollen kan tilrettelegges med henblik pd at hindtere dis-
se risici — sakaldt risikobaseret kontrol. Hvis der sker behandling af personoplysninger i kontrolgjemed,
skal det ske inden for databeskyttelseslovgivningens rammer og med den fornedne hjemmel.

I lovforslag L 68 til databeskyttelsesloven, som blev vedtaget 1 maj 2018, er det foreslaet, at det ikke —
modsat efter gaeldende ret — er en forudsatning, at samkering 1 kontrolgjemed skal have direkte hjemmel i
lovgivningen, idet databeskyttelsesforordningen ikke indeholder et udtrykkeligt krav om, at der skal vare
en direkte lovhjemmel til samkering 1 kontrolgjemed. Efter databeskyttelsesforordningen vil samkering
1 kontrolgjemed skulle leve op til de almindelige principper og regler om behandling. Da samkering 1
kontrolgjemed per definition vil vaere en indgribende behandlingssituation, vil en sddan behandling dog
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skerpe opmarksomheden pa kravene i bl.a. forordningens artikel 5 om principper for behandling af
personoplysninger, herunder proportionalitetsprincippet.

Tjeksporgsmal:

e Er der hjemmel til at indhente og behandle relevante oplysninger fra offentlige registre mv. for at
forebygge snyd og fejl?

e Anvendes digitale muligheder for at kontrollere eller validere sagsoplysninger i relevante offentlige
registre forud for udbetaling af offentlige ydelser?

e Er lovgivningen udformet, sa eventuelle proceskrav ikke stiller sig hindrende 1 vejen for effektiv
it-anvendelse 1 forbindelse med kontrol?

2.2. Organisatoriske samt omstillings- og driftskonsekvenser

Organisatoriske forhold samt omstillings- og driftskonsekvenser kan udgere vesentlige forudsatninger
og risici 1 forhold til hensigtsmassig implementering. Lovforslagets bemarkninger ber derfor indeholde
en vurdering af de organisatoriske og omstillings- og driftskonsekvenser for stat, regioner og kommu-
ner. Hvis lovforslaget ikke vurderes at have sddanne konsekvenser, ber det oplyses i bemarkningerne. I
Vejledning om konsekvensanalyser beskrives en fremgangsmade til vurdering af offentlige implemente-
ringskonsekvenser nermere.'?)

Organisatoriske forhold samt omstillings- og driftskonsekvenser kan i bred forstand beskrives som @&n-
dringer i aktiviteter og drift af den offentlige administration og deles op i omstillingskonsekvenser, der er
kendetegnet ved at vaere af midlertidig karakter og driftskonsekvenser, der sedvanligvis vil vaere af varig
karakter.

I forbindelse med opgerelsen af sddanne konsekvenser for staten laegges der serlig vagt pd, om forslaget
medferer oprettelse af nye administrative myndigheder eller vasentlige @ndringer af allerede eksisterende
myndigheder. I disse tilfelde skal der anfores et sken over de forventede mer- eller mindreudgifter til
administration, herunder til personale, IT-systemer og lokaler mv.

Nér det gelder kommuner, kan lokale forskelle i indretningen af den kommunale administration have
betydning for et lovforslags administrative konsekvenser. Det gaelder navnlig ved lovforslag, der indehol-
der regler om arbejds- og beslutningsprocesser. Sddanne forskelle ber derfor indga i vurderingen af et
lovforslags implementeringskonsekvenser for kommuner.

En detaljeret regulering af arbejds- og beslutningsprocesser kan gore det vanskeligt for de kommunale
myndigheder at bevare overblikket og medfere betydelige administrative byrder. Det ber siledes altid
overvejes, om en sadan regulering er nadvendig, og hvordan denne i1 givet fald passer sammen med de
eksisterende regler og den eksisterende administrative struktur.

Ved udformningen af ny lovgivning ber det sa vidt muligt tilstraebes, at eksisterende administrative enhe-
der og strukturer anvendes. Det skyldes, at det badde ud fra udgiftsmassige og administrationspolitiske
hensyn er uhensigtsmassigt, at den offentlige sektor geres unedigt kompliceret gennem administrative
»knopskydninger«. For den enkelte borger kan en sddan udvikling ogsa fere til, at den offentlige sektor
opfattes som mere uoverskuelig og mindre tilgengelig.

Desuden ber det beskrives, hvis der er vesentlige risici knyttet til den organisatoriske implementering af
@ndringerne, herunder i forhold til tidsplaner.
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En rekke lovforslag har 1 gvrigt en sddan karakter, at det ligefrem kan vare relevant at overveje egentlige
administrative forenklinger, fx ved en samling af flere funktioner 1 én administrativ enhed. Herved kan
borgerens vej »gennem systemet« ogsd gares mere enkel.

Hvis det er nedvendigt at oprette nye administrative enheder, ber det sikres, at de ekonomiske og
administrative ulemper herved s vidt muligt begrenses. Det kan fx ske ved, at personale overflyttes fra
den eller de enheder, som afgiver en given opgave.

Endvidere ber fagministeriet vaere opmarksomt pd, at tidspunktet for lovens ikrafttreden kan have
administrative konsekvenser. Der ber derfor ved skennet over de administrative konsekvenser foretages
en vurdering af, om det patenkte ikrafttredelsestidspunkt unedigt vil medfere administrative ulemper for
den offentlige forvaltning. Sdledes ber eksempelvis @ndringer i1 de offentlige budget- og regnskabsopge-
relser sd vidt muligt folge regnskabséret, sd der ikke skal rettes 1 de konteringer, som allerede er blevet
foretaget. Se ogsa Vejledning om konsekvensanalyser for en yderligere uddybning.

Safremt serlige forhold i lovforslaget tilsiger en vurdering af behovet for kompetenceudvikling, kan
eventuelle konsekvenser i1 forhold til behovet for opkvalificering/efteruddannelse af medarbejderne, her-
under i forhold til it-tilpasninger og it-understottelse, ogsa beskrives.

Implementeringskonsekvenserne beskrives som positive, hvis et forslag fx reducerer de administrative
omkostninger, giver mulighed for mindre tidskrevende arbejdsgange, fx gennem digitalisering, eller pa
anden vis bidrager til en mere overskuelig og sammenhangende offentlig sektor. Konsekvenserne er
negative, hvis et forslag fx komplicerer digitalisering af arbejdsgange eller giver anledning til mere
tidskraevende sagsgange, der resulterer i en mindre enkel og sammenhangende offentlig sektor.

Safremt lovforslaget pavirker kommuner eller regioner, ber konsekvenser pd disse forvaltningsniveauer
ogsé fremga. Der henvises 1 gvrigt til Vejledning nr. 63 af 9. oktober 2007 om Det Udvidede Totalbalan-
ceprincip (DUT).

2.3. It-understettelse, it-styring og risiko

Fagministeriet bor vaere opmarksomt pa, hvordan lovforslaget udformes, sd det kan understette anvendel-
sen af it-lesninger. Det er sdledes vasentligt at vaere opmaerksom pd, om det er muligt at anvende digitale
losninger. Der vil ogsé vare tilfelde, hvor det er et selvstendigt formil med lovforslaget at muliggore
en storre grad af digital administration, jf. fx Skatteministeriets udvikling af det nye ejendomsvurderings-
system, som beskrives 1 afsnit 5.4.

Digitalisering kan vere et middel til at give borgere og virksomheder en bedre offentlig service af hgj
kvalitet. Omvendt er brug af it og ny teknologi ikke et mal i sig selv. Fagministeriet ber vurdere, om
lovforslaget indebaerer konsekvenser i forhold til eksisterende it-systemer eller udvikling af nye it-syste-
mer. Det ber beskrives, om lovforslaget kraver tilpasning af eksisterende it-systemer eller udvikling af
nye it-systemer. Sfremt der er tale om et statsligt it-system, ber statens it-projektmodel folges, og det
ber fremgé, hvis it-lesningen er omfattet af Statens It-rdds procedure for hhv. projekter til 10 og 60 mio.
kr. jf. Statens budgetvejledning 2016 afsnit 2.2.18.2 Foreleeggelse for It-projektradet og afsnit 2.2.18.3
Foreleggelse for Finansudvalget. Desuden ber fagministeriet vaere opmarksomt pa, om eventuelle a@n-
dringer af it-understottelsen pd myndighedens omrade som folge af lovforslaget kan have afledte effekter
for evrige myndigheders it-systemer, som matte vaere athangige af data eller funktionalitet fra disse
systemer.

De samlede implementeringskonsekvenser ber sd vidt muligt kvantificeres. Det kan derfor vere relevant
at uddybe fakta i lovforslaget, herunder omkostninger til it-systemer/sagsbehandlingssystemer. Her kan

VEJ nr 9590 af 12/07/2018 13



det vaere hensigtsmassigt at indsamle viden fra eksterne parter, herunder sagsbehandlere i den admini-
strerende myndighed og it-leveranderer til de eksisterende systemer. Bemark, at det ikke ber beskrives
narmere, hvordan de konkrete it-systemer skal udvikles, herunder tekniske valg vedrerende open source,
cloud-teknologi mv.

Endelig ber det vurderes og beskrives, om lovforslagets genstandsfelt giver anledning til overvejelser om
forholdet til forvaltningsretten, fx i forhold til gennemforelse af partshering, sagsoplysning mv., jf. ogsa
appendiks 5.2.

2.3.1. Ikrafttraedelsestidspunkt

Ved fastsettelsen af ikrafttreedelsesdato ber der tages hegjde for den tid, det vil tage at implementere for-
slaget 1 eksisterende it-losninger/udvikling af nye losninger. Dette kan bl.a. omfatte tid til “oversattelse”
af loven til it-behov, it-systemtilpasning (programmering mv.), test og fejlretning. Safremt systemtilpas-
ningen forudsatter gennemforelse af et udbud, ber der ved fastsettelsen af ikrafttredelsesdato ogsa tages
hejde for den tid, det vil tage at gennemfore et it-udbud samt foreleeggelse for Statens it-rad.

I serlige tilfelde kan det overvejes at lade et lovforslags ikrafttredelse ske ved efterfolgende bekendtge-
relse. Det gor sig 1 s@rlig grad geldende, hvis der ikke pé tidspunktet for lovgivningens udarbejdelse har
varet mulighed for at foretage grundige estimater af de af lovgivningen nedvendiggjorte tilpasninger af
it-understottelsen.

Opmerksomheden henledes p4, at der er indfert felles ikrafttraeedelsestidspunkter for erhvervsrettet lov-
givning saledes, at alle lovforslag og bekendtgerelser som hovedregel skal traeede i kraft enten den 1.
januar eller 1. juli, safremt de har direkte konsekvenser for erhvervslivet.

Endvidere ber der anferes en risikovurdering af tidsplanen for it-systemet i forhold til det ikrafttraedelses-
tidspunkt, der legges op til. Dette med henblik pa at sikre, at det fremgar hvilke risici, implementeringen
af lovforslaget indeberer. Det ber yderligere beskrives, hvordan risici handteres, herunder evt. sarlige
foranstaltninger til handtering af risici.

2.4. Databeskyttelse

Offentlige myndigheder skal handtere borgernes data 1 overensstemmelse med den i1 evrigt geldende
lovgivning, herunder databeskyttelseslovgivningen. Det galder ogsa ved evt. datadeling og udveksling
af data mellem offentlige myndigheder. Fagministeriet ber derfor vurdere, om der er taget hejde for, at
handteringen af data, herunder evt. datadeling, sker 1 overensstemmelse med lovgivningen. Nér der sker
behandling af personoplysninger, kan det vere relevant bl.a. at beskrive hjemlerne for behandlingen,
eller hvis lovforslaget indebarer samkering af registre eller kontrolindsatser. Sifremt der er sarlige
opmarksomhedspunkter og risici 1 forhold til anvendelse og deling af data, ber dette ligeledes beskrives 1
lovforslaget.

Det fremgar af databeskyttelsesforordningen, at offentlige myndigheder i serlige tilfelde, hvor der kan
konstateres en hgj risiko, skal udarbejde konsekvensanalyser, der afdekker hvilke konsekvenser, konkrete
databehandlinger har for beskyttelsen af personoplysninger. Analyserne skal bl.a. udarbejdes, nar offentli-
ge myndigheder behandler personoplysninger pd en sddan made, at det kan karakteriseres som vearende
af hej risiko for borgernes rettigheder og frihedsrettigheder. Dette er navnligt tilfaeldet ved anvendelse af
ny teknologi, fx brug af biometriske data, herunder iris-scanning, eller af kunstig intelligens, der skal be-
handle felsomme oplysninger, eksempelvis helbredsoplysninger. Der skal dog vare tale om objektivt set
ny teknologi. Skift til en anden it-platform er derfor ikke i sig selv afgerende for, at der skal udarbejdes
en konsekvensanalyse. Databeskyttelsesforordningen giver mulighed for, at det allerede ved vedtagelsen
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af ny lovgivning, der udger grundlaget for offentlige myndigheders behandling af personoplysninger, kan
vurderes, om en sddan analyse skal foretages. Endvidere kan konsekvensanalyser udarbejdes “en gang
for alle”, nar ministerier udarbejder lovgivning i stedet for, at myndigheder hver for sig skal udarbejde
disse analyser. Ministeriet kan derfor med fordel overveje at udarbejde en sddan konsekvensanalyse 1
forbindelse med udformning af lovudkastet.

Opmerksomheden henledes i gvrigt pd, at der ifelge forslag til databeskyttelseslovens § 28 skal indhentes
en udtalelse fra Datatilsynet ved udarbejdelse af lovgivning, der har betydning for beskyttelsen af privatli-
vet 1 forbindelse med behandling af personoplysninger.

2.5. Betydning for borgerne

Det er vesentligt, at fagministeriet er serligt opmarksomt péd lovforslag, som bererer borgerne direk-
te. Det kan fx vere lovforslag inden for uddannelse, arbejdsmarked, sundhed, skat eller det sociale
omrade, hvor lovforslaget kan indeholde sagsgange, der skal it-understottes med direkte konsekvens for
bade borgere og de sagsbehandlere, der skal bruge it-systemet. Safremt der er tale om et omrdde, hvor
der er behov for at tage sarhensyn eller til skensudevelse 1 visse situationer, ber det overvejes, om
der er behov for serlige opsamlingskategorier 1 tilknytning til objektive hovedkategorier for at sikre ek-
sempelvis serligt udsatte borgeres rettigheder. Fagministeriet ber vurdere fordele savel som ulemper for
borgerne ved, at nye digitale procedurer indferes i lovgivningen. Det kan fx vare @ndringer vedrorende
partshering, klageadgang eller lignende.

Bemerk, at konsekvenser for borgerne ikke ber beskrives under punktet om offentlige implementerings-
konsekvenser, men under det faste punkt om “administrative konsekvenser for borgerne” i de almindelige
bemarkninger.

3. Metode til vurdering af implementeringskonsekvenser

I kapitel 3 gennemgés de tre trin, som den generelle fremgangsmade ved konsekvensvurderinger bestar
af, jf. Vejledning om konsekvensanalyser, 1 forhold til vurderingen af implementeringskonsekvenser. Be-
skrivelsen af metoden tager derfor udgangspunkt i implementeringskonsekvenser.

Der henvises 1 ovrigt til Vejledning om konsekvensanalyser for en uddybende beskrivelse af gennemforel-
se af konsekvensanalyser.'?)

3.1. Trin 1: Indledende vurdering af implementeringskonsekvenser (screening)

Trin 1 er en indledende vurdering (screening) af, om lovforslaget har implementeringskonsekvenser. Sa-
fremt det vurderes, at forslaget har implementeringskonsekvenser, ber analysen fortsette pé trin to. Sa-
fremt forslaget ikke vurderes at have implementeringskonsekvenser, bar dette oplyses i bemarkningerne
og 1 fornedent omfang begrundes.

Der ber indledningsvist foretages en overordnet gennemgang (screening) af lovforslaget med henblik

pa at identificere, om forslaget har administrative eller it-relaterede omstillingskonsekvenser eller drifts-

konsekvenser. Implementeringskonsekvenser kan beskrives som @ndringer i aktiviteter eller drift af den

offentlige administration. Dette omfatter ogsa fx digitalisering og anvendelse af ny teknologi. Vurderin-

gen af implementeringskonsekvenser omfatter falgende forhold:

e Folger lovforslaget principper for digitaliseringsklar lovgivning?

e Medforer lovforslaget 2ndrede organisatoriske forhold med administrative omstillings- og driftskonse-
kvenser til folge?

e Indebarer lovforslaget vaesentlige risici forbundet med it-understottelse og -styring?
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e Implementerer lovforslaget effektivt genbrug af data inden for rammerne af galdende regler for
databeskyttelse?

e Bidrager lovforslaget til en forenklet og mere sammenhangende offentlig administration?

e Hvilke konsekvenser har de foreslaede @ndringer 1 forhold til borgerne?

Der kan, som anfoert i det ovenstdende, vaere implementeringskonsekvenser, som har betydning for bor-
gerne. Denne vurdering foretages som hovedregel som led 1 behandlingen af lovforslagets administrative
konsekvenser for borgerne.

Screeningen af, om lovforslaget har implementeringskonsekvenser, kan tage udgangspunkt i tjeklisten 1
boks 3. Tjeklisten er ikke udtommende.

Boks 3
Tjekliste for implementeringskonsekvenser
e Arbejdsgange og sagsbehandling
» Sagsgange: Er der @ndrede sagsgange?
» Digitaliserede arbejdsgange: Understotter reglerne digitalisering?
* Forvaltningsretlige krav til sagsbehandlingen?
e [t-systemer, opbevaring og deling af data
» It-systemer: Eksisterende eller udvikling af nye?
* Tryg datahandtering og effektiv datadeling?
*  Genbrug af fzlles begreber og data?
e Institutioner og opgaver
»  Oprettelse/nedleggelse af institutioner?
»  Eksisterende institutioners opgaver?
e Personale- og driftsforhold
* Diriftsforhold: Fx behov for flere lokaler, @ndrede abningstider?
» Personale i antal eller ssmmensatning?
» Evt. behov for kompetenceudvikling?
o (vrige forhold
» Ikrafttreedelsestidspunktet: Risici i forhold til fx it-tilpasninger mv.?
* Andre forhold af betydning for den offentlige administration?

Der kan ogsd vare lovforslag, som ikke har implementeringskonsekvenser. Det kan fx gere sig geldende
ved lov om indfedsrets meddelelse (statsborgerskab).

3.2. Trin 2: Neermere fastleeggelse af indhold og omfang (scoping)

I den naermere fastleggelse af indhold og omfang indkredses graden af implementeringskonsekvenser,
og det ber si vidt muligt konkretiseres hvem (borgere, virksomheder m.fl.), der pavirkes af forslaget og
hvordan. Eksempelvis kan det konkretiseres, om lovforslaget pavirker alle offentlige myndigheder eller
kun udvalgte grupper.

Det kan fx vere relevant at fa uddybet hjelpesporgsmalene under hvert enkelt princip, jf- afsnit 3.1, séle-
des at det eksempelvis uddybes hvilke begreber eller data, der ber anvendes 1 hvilken sammenhang. Hvis
lovgivningen laegger op til obligatorisk brug af digital kommunikation (som tilfeldet med andet princip),
bor det bl.a. uddybes for hvilke malgrupper, det gelder.
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Det kan ogsé vare relevant at uddybe, hvordan sagsgange ber tilretteleegges og med hvilken it- understot-
telse, jf. hjelpesporgsmélene under Trin 1.

3.3. Trin 3: Vurdering af implementeringskonsekvenser (assessment)

Nér trin 1 og 2 er gennemfort, og det er indkredset hvilke typer af implementeringskonsekvenser,
lovforslaget medferer samt hvem eller hvad, der bereres, ber den egentlige vurdering foretages. Trin 3
teenkes sdledes at resultere i en systematisk formidling af forslagets konsekvenser.

Nér vurderingerne vedrerende lovforslagets implementeringskonsekvenser er foretaget, ber de beskrives
under det faste punkt Offentlige implementeringskonsekvenser” i1 lovforslagets almindelige bemaerknin-
ger. Beskrivelsen ber afspejle konsekvenserne sé godt som muligt i omfang, varighed mv.

Hvis et lovforslag har implementeringskonsekvenser for det offentlige, ber fagministeriet redegere ner-
mere for implementeringskonsekvenserne, herunder s& vidt muligt kvantificere konsekvenserne. Der kan
dog vere behov for at tage hensyn til det offentliges forhandlingspositioner, fx i forhold til leveranderer
samt de akterer, som har ansvaret for selve implementeringen.

Det er ogsd et krav, at det anfores 1 bemarkningerne, om lovforslaget folger principperne for digitalise-
ringsklar lovgivning, og 1 modsat fald ber der redegeres for, hvorfor principperne fraviges.

Derudover ber det beskrives, om der er processer, som pavirkes af lovforslaget, og om der er behov
for udvikling af eller @ndringer til den eksisterende it-understottelse. Endvidere ber risici relateret til
it-projekter og databeskyttelse som folge af lovforslaget beskrives, jf. afsnit 3.3 og 3.4.

Det bar ogsa beskrives, hvis lovforslaget bidrager til en forenklet offentlig administration.

P& denne baggrund ber det opridses hvilken betydning, implementeringskonsekvenserne samlet set har
for lovforslaget. Implementeringskonsekvenser beskrives som positive, hvis et forslag reducerer de admi-
nistrative omkostninger, skaber mindre tidskrevende arbejdsgange eller pa anden vis bidrager til en mere
overskuelig og enkel offentlig sektor. Konsekvenserne er negative, hvis det modsatte er tilfzeldet.

Endelig ber konsekvenserne angives i skemaet i lovbemarkningerne (hhv. positive og negative).

3.4. Horing af lovforslaget i Digitaliseringsstyrelsen

Lovforslag, som fagministeriet vurderer, indebarer implementeringskonsekvenser, jf. ovenfor, bar sendes
1 horing 1 Digitaliseringsstyrelsens Sekretariat for digitaliseringsklar lovgivning, sa vidt muligt 6 uger for
ekstern hering. Det kan eksempelvis vere, hvis lovforslaget indebarer behov for tilpasning af it-under-
stottelse, risici forbundet med it-understottelse af et komplekst regelgrundlag eller genbrug af data pa en
made, der mé forventes at medfere serlige behov for koordinering mellem myndigheder.

Udkast til lovforslag, inklusiv fagministeriets udkast til beskrivelse og vurdering af implementerings-kon-
sekvenser, sendes til klarlovgivning@digst.dk. Fristen om indsendelse 6 uger for ekstern hering svarer til
fristen for at sende regulering med administrative konsekvenser for erhvervslivet 1 hering 1 Erhvervssty-
relsen.

Administrative forskrifter, herunder bekendtgerelser, som udstedes fra 1. juli 2018 ber ogséd vaere digitali-
seringsklar og folge de syv principper, men ber ikke sendes 1 hering i Digitaliseringsstyrelsen.

I serlige tilfelde, fx pga. reguleringens hastende karakter, kan kravet om hering 1 Sekretariatet for
digitaliseringsklar lovgivning tilsidesattes efter forudgédende orientering.
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Sekretariatet for digitaliseringsklar lovgivning vil gennemgé lovudkastet med henblik pa en vurdering
af forslagets implementeringskonsekvenser, herunder om der er behov for yderligere beskrivelse af imple-
menteringskonsekvenserne. Sekretariatet vil afgive et heringsbrev, som ber indga i fagministeriets videre
arbejde med lovforslaget. Horingsbrevet kan bl.a. indeholde anbefalinger til udarbejdelse af lovteksten.

Fagministeriets vurdering og beskrivelse af offentlige implementeringskonsekvenser, herunder om lovfor-
slaget folger principperne for digitaliseringsklar lovgivning mv., ber fremga af det udkast til lovforslag,
som sendes 1 offentlig hering. Hermed fér eksterne parter mulighed for at tage stilling til og komme med
input til fagministeriets vurdering af de offentlige implementeringskonsekvenser.

Sekretariatet vedligeholder og udvikler relevant vejledningsmateriale og understottende verktejer til
vurdering af implementeringskonsekvenser, samt vejleder ministerierne om digitaliseringsklar lovgivning.

Derudover modtager Sekretariatet lovprogrammet for sommerferien med henblik pé screening af lovfor-
slag, hvor det vil vaere sarligt relevant at igangsatte en tidlig dialog med fagministeriet om digitalise-
ringsklar lovgivning.

Sekretariatet udarbejder en arlig statusopgerelse til regeringen, hvor der bl.a. afrapporteres pa anvendel-
sen af principperne for digitaliseringsklar lovgivning.

4. Anbefalinger til hvordan lovgivningen bliver digitaliseringsklar

Kapitel 4 indeholder en rakke anbefalinger til, hvordan myndighederne kan arbejde med at sikre, at
lovgivningen bliver digitaliseringsklar, sa den understotter en efterfolgende digital administration.

Det er vasentligt, at myndighederne tidligt 1 det lovforberedende arbejde har fokus pa digitalisering,
Jf- afsnit 4.1. 1 afsnit 4.2. beskrives kortlegning af materielle og formelle regler samt juridiske opmaerk-
somhedspunkter ved digitale sagsbehandlingssystemer. Derefter beskrives 1 afsnit 4.3, hvordan myndighe-
derne, ved at udarbejde en sagsgangsanalyse, kan afdekke nuverende og kommende sagsgange/admini-
strationsflow. Det kan desuden bidrage til at afdekke databehov, herunder overvejelser om eventuelle
datadelingsmuligheder samt definitioner i lovforslaget. I afsnit 4.4. beskrives, hvordan jura, it og forret-
ning kan sammentankes 1 forbindelse med udvikling af it-lesninger. Endelig beskrives muligheden for at
etablere en digital lov-taskforce i afsnit 4.5.

Kapitel 4 er alene tenkt som inspiration til myndighederne og indeholder ingen obligatoriske krav.

4.1. Tidligt fokus pa digitalisering i lovarbejdet

Offentlige myndigheder ber sa tidligt som muligt og som en fast del af det lovforberedende arbejde gore
sig overvejelser om den efterfolgende administration af lovgivningen, herunder sarligt hvilke processer,
sagsgange mv. lovforslaget indebarer, og om lovforslaget muligger en efterfolgende digital administra-
tion.

Formalet med at tage hejde for digitalisering allerede under lovforslagets udarbejdelse er at forhindre,
at lovgivningen i implementeringsfasen risikerer at bevirke, at sagsgange, processer, kommunikation til
borgere eller virksomheder mv. bliver vanskelige at administrere og ikke kan understottes tilstraekkeligt
effektivt via digitale losninger. Tidlig inddragelse af overvejelser om digitalisering kan ogsa bidrage til at
sikre, at lovforslaget opfylder sit formal mere effektivt, fordi der kan inddrages viden om bl.a. nuvaren-
de og kommende sagsgange, eksisterende data og definitioner, relevante it-systemer samt eksisterende
offentlig it-infrastruktur mv. i udarbejdelsen af lovforslaget.
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Det er ligeledes vasentligt, at der tidligt 1 det lovforberedende arbejde dannes et overblik over databe-
hov og datadelingsmuligheder, sa ressourcerne 1 den offentlige sektor udnyttes optimalt, og der skabes
sammenheaeng i1 den offentlige service. Det kan fx vere, at offentlige myndigheder skal dele data eller
samarbejde om at vedligeholde data. Det vil 1 den forbindelse vere hensigtsmassigt at inddrage relevante
myndigheder, fx dataejere, allerede i de tidlige lovovervejelser, eksempelvis for at understotte datagen-
brug.

At tenke digitalisering ind allerede, ndr udkast til lovforslag udarbejdes, handler for det forste om at
sikre, at retsreglerne/lovteksten er udformet pd en made, sa de/det kan digitaliseres. Det betyder bl.a.,
at reglerne er udformet klart, precist og konsistent, og at reglerne kan “omsattes” til programkoder,
som kan indgé i en digital lesning. Det handler om, at reglerne indeholder objektive krav mv., som kan
omsattes til kvantitative krav og beregninger. Sddanne regler vil i udgangspunktet folge de syv principper
for digitaliseringsklar lovgivning, jf. afsnit 2.1.

At tenke digitalisering ind allerede 1 det lovforberedende arbejde handler for det andet om, at den
digitale vinkel af et lovforslag belyses sa grundigt som muligt i lovforslaget, s& Folketinget under
lovbehandlingen far mulighed for at inddrage dette i1 beslutningsprocessen. Det skal kravet om vurdering
af implementeringskonsekvenser i lovbemarkningerne understotte, jf. kapitel 2.

At indtenke digitalisering betyder ikke nedvendigvis, at ordene “digitalisering” og it” indgér i lov-
forslagets tekst, fordi lovforslaget eksempelvis indeholder oplagte it-massige processer. At indtenke
digitalisering kan lige sd vel handle om at udferdige lovgivningen pa en sddan méde, at ordlyden og
konsekvenserne af loven muligger optimal anvendelse af digitalisering og ny teknologi i den offentlige
opgavelesning nu og i fremtiden. Det kan blandt understettes ved, at lovteksten udformes teknologi- og
procesneutralt.

4.2. Kortlaegning af det retlige miljo

Indferelse af digitalt understottet offentlig administration pé et omréde forudsatter, at bade it-udvikling,
databehov, forretningsbehov, sagsgange og jura tenkes sammen. Hvis lovgivningen skal understottes
digitalt, skal myndigheden derfor kortlegge det retlige miljo, dvs. de materielle og formelle regler, som
en digital lesning skal understotte. P4 denne made kan myndigheden tidligt identificere de elementer 1
retsregler, som kan udgere udfordringer for digital administration.

En digital lesning skal for det forste understotte de krav, som er fastsat i den lovgivning, som skal
digitaliseres (de materielle krav). Nar det offentlige behandler en sag, ber it-lgsningen udformes saledes,
at de formelle sagsbehandlingsregler, som forvaltningsretlige krav om partshering, begrundelse, databe-
skyttelse mv. iagttages.

For at sikre dette, er det afgerende, at myndigheden fra start skaber sig et meget precist overblik over
de regler og processer, som et digitalt sagsbehandlingssystem skal understotte. Der ber vere klarhed
om hvilke formelle og materielle regler, der gelder for behandlingen af de pagaldende sager, og der
ber udvises stor omhyggelighed med at sikre, at systemet udformes, sa reglerne kan overholdes 1 alle
de forskellige forleb, som sagerne kan tenkes at ville fi. Det kan bl.a. ske ved gennemferelse af en
sagsgangsanalyse. Samtidig kan en vurdering af implementeringskonsekvenserne, herunder principperne
for digitaliseringsklar lovgivning, bidrage til overvejelser om udformning af lovteksten, jf. boks 4. Det er
her, at det er vaesentligt 1 det lovforberedende arbejde at sikre, at lovgivningen er udformet med blik for
den efterfolgende digitale administration — at den er digitaliseringsklar.
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Myndigheden ber serge for, at en digital lgsning testes med henblik pa at leve op til de materielle og
formelle juridiske krav. Der henvises til den fellesoffentlige it-projektmodel vedrerende udvikling og test
af offentlige it-lesninger.'¥

Boks 4
Juridiske opmarksomhedspunkter ved udvikling af digitale sagsbehandlingssystemer

Proces Aktivitet
Lovforberedende arbejde 1. Stillingtagen til digitalisering tidligt/som led i det lovforberedende
arbejde

2. Sagsgangsanalyse (afdekning af manuelle processer og databehov)
og kortlegning af det retlige miljo

3. Vurdering af implementeringskonsekvenser, herunder principper
for digitaliseringsklar lovgivning

4. Behov for tilpasning af regler?

Udvikling af it-lesning Udformning under hensyntagen til materielle og formelle regler

o v

Udvikling/tilpasning af it-lesning under hensyntagen til gaeldende
regler

Efterprovning/test af it-lasning

8. Evt. behov for tilpasning af regler?

I forhold til de formelle krav til sagsbehandlingen vil det eksempelvis skulle sikres, at reglerne om parts-
hering og begrundelse kan efterleves jf. appendiks 6.2. om forvaltningsretlige krav til digitale losninger.

Det er vigtigt at vaere opmarksom pa databeskyttelsesforordningens artikel 22, der indeholder regler om
brugen af automatiske, individuelle afgerelser, herunder profilering. For neermere herom, se betenkning
1565/2017 om databeskyttelsesforordningen, side 370-389.!5

I forhold til de materielle krav til sagsbehandlingen/administrationen vil der eksempelvis kunne vare
tale om, at regelgrundlaget krever, at der udeves et skon i den enkelte sag. Hvis det er tilfeldet, ber
processerne naturligvis indrettes sadan, at det kan efterleves. Det vil evt. indebere, at sagsbehandlingen
ikke 1 alle mulige scenarier kan vere rent digital, og at det fx kun er dele af processen, som er digital. En
forudsaetning for, at en offentlig myndighed kan anvende et system, hvor afgerelser treffes automatisk og
uden manuel sagsbehandling, er som udgangspunkt, at afgerelsen (de automatiserede dele af afgerelsen)
kan traeffes efter rent objektive kriterier saledes, at det ligger helt fast hvilke faktiske oplysninger, der er
relevante, og hvilke retsvirkninger, det indeberer, hvis det ene eller det andet faktum foreligger.

I tilfeelde, hvor lovgivningen pd et omrdde forudsetter, at afgerelsen eller elementer i afgerelsen beror
pa et skon, vil det kunne begranse, hvor langt automatiseringen af sagsbehandlingen kan rakke. Det kan
loses ved, at skennet foretages manuelt, mens eovrig sagsbehandling understottes digitalt. Det kan dog
ogsa fore til overvejelser om @&ndring af lovgivningen, sé det 1 hojere grad indrettes til en automatiseret
sagsbehandling. Dette athenger af, om det er hensigtsmassigt og fagligt relevant med et skon, jf. bl.a.
afsnit 2.1. princip 3.

Pa nogle omrédder vil forstielsen og anvendelsen af en raekke retsregler bero pd en konkret fortolkning,
hvor eksempelvis formalsbetragtninger ma inddrages. Ogsa i1 sddanne tilfeelde ber dette vere indtenkt
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1 sagsbehandlingssystemet. Regelgrundlaget skal sa at sige veare fortolket pa forhand”, si der er taget
hgjde for fortolkningen 1 de tilfelde, det kan forekomme 1 praksis. En lesning pd de udfordringer, som
kan opstd 1 forhold til automatisering af afgerelser, kan 1 nogle tilfelde evt. vere at indrette et system,
hvor sager 1 visse situationer udtages af systemet til manuel behandling.

4.3. Sagsgangsanalyse

Hvis et lovforslag indeholder mange eller komplekse sagsgange, kan det vare en fordel at udarbejde en
sagsgangsoversigt over udvalgte sagsgange til brug for udarbejdelsen af lovforslaget. Dette vil vaere med
til at synliggere sammenh@nge og eventuelle uhensigtsmassigheder i sagsflowet, samt hvor det kunne
vare relevant at indarbejde digitale sagsgange. Desuden kan det ogséd afdekke, hvor det evt. er muligt at
understotte sagsbehandling ved at genanvende data, dvs. evt. databehov.

Sagsgangsanalysen ber ikke fremgé af lovforslaget, men anvendes som led i det lovforberedende arbejde.

En sagsgangsoversigt kan udarbejdes pd mange mader, men nedenfor folger et eksempel udarbejdet i
forbindelse med Qkonomi- og Indenrigsministeriets lovforberedende arbejde, som mundede ud i forslag
til lov om @&ndring af lov om valg til Folketinget og lov om valg af danske medlemmer til Europa-Parla-
mentet (Bemyndigelse til digitalisering af proceduren for indsamling af valgererkleringer mv.).'® Det
bemarkes, at figuren blev brugt som et arbejdsredskab i det lovforberedende arbejde og ikke afspejler
den procedure, som blev resultatet af lovforslaget og den bekendtgerelse, der udmenter bemyndigelsen 1
loven.

Eksempel pé sagsgangsoversigt

| Lagin med MemiD)

Velger | angive madadiesse -»{Thﬂrmmmnmll_,i il ad m{g
R

maikadesss i sysem

- - |
Hattering pé =k + Tibagekaldelses- |, Frenmnksomieds
w ; ® . + Dhgifal Paat mubghed periode

Kotrel af valgred og |

Part Rl ‘ ‘
I

Systern Mail afsendas B i Kbk -gp.le.lef.n r.dgfrll:lg_ al tidigare
vasiger oy malkadesss velgeraddainger

Aldsning pi skasnm A Kiagermuighed
e i

| Aktraitet
@i Higrmmesideisie |
| Opmasrksomted spunkier

Med udgangspunkt i det konkrete lovforslag, og de deraf folgende processer, tegnes 1 forste omgang de
grd bokse, som viser aktiviteterne i flowet fra start til slut i den lovbestemte sagsgang.

Herefter vurderes hvilke sagsgange, der giver udfordringer i forhold til at kunne digitalisere proces-
sen. Disse markeres med hvidt. I det ovenstdende eksempel er de hvide markeringer udtryk for de
omrdder, hvor der i lovforslaget var nogle s&rlige udfordringer, der skulle lases — eksempelvis at det ikke
er muligt at lave en kobling mellem NemID og mailadresse. Derfor skulle der findes en anden losning pa
sikker identifikation af veelgeren.

Man kan ogsa i sin sagsgangsoversigt velge at markere med hvidt de steder, hvor man med fordel kan ga
fra manuelle til digitale og evt. helt automatiserede processer. Sagsgangsoversigten kan ogsa give input til
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hvilke data, der er behov for med henblik pa at kunne treffe en afgerelse, herunder overvejelser 1 forhold
til genbrug af data.

Pa baggrund af dette kan udkast til lovforslag udbygges med de enskede deltaljer om, hvordan udvalgte
sagsgange kan/ber tilrettelaegges for at sikre, at de er digitaliseringsklare.

4.4. Sammentzenkning af jura, it og forretning

Digitaliseringsprojekter af offentlig forvaltning indebarer, at forretningsmaessige, it-massige og juridiske
overvejelser bar sammentankes. Derfor kan det ved digitaliseringsprojekter vare en fordel ogsd organisa-
torisk at samle juridiske, forretningsmaessige og it-massige kompetencer.

Skatteministeriet har i forbindelse med udviklingen af det nye ejendomsvurderingssystem haft en serlig
forretningsdrevet tilgang til arbejdet, hvor systemudvikling, datamodellering, forretningsafklaringer og
lovgivningsarbejdet er samlet rent organisatorisk og tenkt sammen fra start.

Skatteministeriet har nedsat Implementeringscenter for Ejendomsvurdering (ICE), der har til formal at
udvikle et nyt og bedre ejendomsvurderingssystem. Udarbejdelse af nye og bedre ejendomsvurderinger
forudsetter dels, at kvaliteten af eksisterende data forbedres og ajourferes, dels at der tilvejebringes helt
nye data. Samtidig er geeldende lovgivning pa omradet meget kompleks, og der har bl.a. varet behov for
at udforme en helt ny og moderniseret ejendomsvurderingslov.

Dette har medfort, at muligheden for brug af data og registre er teenkt ind i lovgivningen. Endvidere er der
1 den nye ejendomsvurderingslov indfert hjemler til, at man kan benytte cloud-teknologi til udvikling og
drift af selve it-systemet.

Nye samarbejdsformer i forbindelse med digitaliseringsprojekter er noget, som flere ministerier eksperi-
menterer med 1 disse ar. Digitaliseringsstyrelsen vil felge udviklingen med henblik pa erfaringsudveks-
ling.

4.5. Etablering af en digital lov-taskforce

Er der tale om lovgivning, der forventes at skulle gores til genstand for digitalisering, kan myndigheden
overveje at nedsztte et tvaerfagligt koordineringsudvalg - en digital lov-taskforce - med henblik pd at
sikre reprasentation af juridiske kompetencer, sdvel som kompetencer fra myndighedens digitaliserings-
funktion.

En sddan task force vil eksempelvis kunne omfatte folgende roller:

® Procesejer / lovskriver

o [t-arkitekt

e UX designer / brugerrejsekonsulent

e Data- og forretningsspecialist inden for regler og begreber til it-lasninger'”
e Product owner

e Reprasentanter for lgsningens service desk-funktion

Ovenstdende méd nedvendigvis betragtes som en liste til inspiration, da ansvarsomraderne i de enkelte
myndigheder vil vere organiseret forskelligt. Det kan saledes taenkes, at én reprasentant vil kunne favne
flere af de ovenstdende roller, ligesom listen heller ikke ma betragtes som udtemmende.

Den konkrete bemanding ber altid tage udgangspunkt i det konkrete digitaliseringsprojekt, som myndig-
heden star overfor. Nogle myndigheder vil med fordel kunne treekke pa allerede nedsatte organer til
it-governance.
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5. Appendiks

5.1. Eksempler p4, hvordan digitalisering kan indtzenkes i lovforslag

Til inspiration for det lovforberedende arbejde er der nedenfor beskrevet en raekke konkrete eksempler
pa indtenkning af digitale principper i lovgivningen. Der er foretaget redaktionelle tilpasninger for at
fremhave relevante tekstdele.

Genbrug af eksisterende begreber, definitioner og data

Hvad Indkomstbegrebet

Det foreslas, at supplerende bernetilskud indtaegtsreguleres pd baggrund
af ansegerens individuelle, skattepligtige indkomst. Det foreslas at tage
Lovbemzrkninger udgangspunkt i samme indkomstbegreb, som finder anvendelse ved be-
regning af andre indtegtsregulerede sociale kontantydelser (fx boligstette,
social pension og gkonomisk fripladstilskud til daginstitutioner mv.)

L224/2012 Forslag til lov om @ndring af lov om aktiv socialpolitik,
SU-loven, lov om bernetilskud og forskudsvis udbetaling af barnebi-
drag og forskellige andre love. http://www.ft.dk/samling/20121/lovfor-
slag/1224/20121 1224 som_fremsat. htm

Kilde

Genbrug af data fra register

Hvad Indkomstbegrebet

Se pkt. 2.2.3.2 Udbetaling af flekslontilskuddet: "Udbetalingen sker bag-
ud 1 den folgende maned péd baggrund af oplysninger fra indkomstregistret
samt eventuelle andre gkonomiske oplysninger, som skal indgé i bereg-
ningen af flekslontilskuddet”.

Se pkt. 2.2.5 Ledighedsydelse - om beregning af ledighedsydelsen

Se pkt. 2.5 Beregning af fleksydelse pa grundlag af oplysninger fra ind-
komstregistret

Se pkt. 2.6 Tilvejebringelse af datagrundlag

Lovbemarkninger

L 53/2012 Forslag til lov om @ndring af lov om en aktiv beskeftigelses-
indsats, lov om aktiv socialpolitik, lov om social pension og forskellige
Kilde andre love (Reform af fertidspension og fleksjob, herunder indferelse af
ressourceforlob, rehabiliteringsteam, fleksleontilskud mv.)
http://www.ft.dk/samling/20121/lovforslag/L53/index.htm
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Genbrug af data fra anseger

Hvad Genbrug af data tidligere indberettet af ansgger
Den selvstendigt erhvervsdrivende skal anmode Udbetaling Danmark om
barselsdagpenge. Udbetaling Danmark modtager de nedvendige oplysnin-
Lovbemzerknineer ger af den erhvervsdrivende, som legges til grund, nar der udbetales
g kompensation fra barselsudligningsordningen. Ved anmodning afgives
bl.a. oplysninger om omfanget af arbejdet i virksomheden og angivelse
af barselsperioden.
LF 194/2012 Forslag til lov om barselsudligning for selvstendigt er-
Kilde hvervsdrivende.
https://www.retsinformation.dk/Forms/R0710. aspx? 1d=145768
Objektive Kkriterier
Hvad Alderskriterium
Lovbemarkninger Udbetaling af folkepension er athangigt af, hvornir man er fodt.
Skrivelse 9910 af 19. september 2016 om @ndring af Vejledning om
Kilde folkepension efter Lov om social pension.

https://www.retsinformation.dk/forms/R0710. aspx? id=183982

Modregning uden partshering

Hvad

Eksemplet viser, at administrationen er simplificeret ved at tillade mod-
regning uden partshering. I stedet behandles indsigelser fra skyldner i en
fast track-ordning.

Lovbemearkninger

VEIJ nr 9590 af 12/07/2018

Lovforslaget indferer med § 9a, at modregning, der gennemfores af re-
stanceinddrivelsesmyndigheden eller af told- og skatteforvaltningen som
fordringshaver, kan ske uden partshering af skyldneren og uden forudgé-
ende vurdering af dennes gkonomiske forhold.

Lovbemerkninger:

Det vil modvirke det hensyn til systemunderstottelse af modregning, som
Folketinget med et stort flertal tilsluttede sig ved vedtagelsen af lov nr.
346 af 18. april 2007, hvis SKAT i forbindelse med hver enkelt modreg-
ning skal gennemfore partshering af skyldneren og undersege dennes
okonomiske forhold. SKAT gennemforte sdledes 1 2012 teet pd 900.000
modregninger for et samlet beleb pa ca. 6,2 mia. kr. (...) Det meget store
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antal modregninger medferer alene et meget beskedent antal klager. [
2012 traf Landsskatteretten afgerelse 1 132 klagesager, hvoraf fire klagere
fik helt eller delvist medhold (...) Mange modregninger vil ved en pligt

til partshering desuden ikke kunne ske inden for den udbetalingsfrist, der
gaelder for den fordring, hvori der modregnes.

Kilde

LF 122/2015 Forslag til lov om inddrivelse af geld til det offentlige.
https://www.retsinformation.dk/Forms/R0710. aspx? 1d=177448

Digital indberetning

Hvad

Eksemplet viser, hvordan der er sikret hjemmel til digital indberetning
af selvangivelse for virksomheder samt de overvejelser, der er gjort ved-
rerende de administrative konsekvenser.

Lovbemaerkninger

“Forslaget giver virksomhederne mulighed for at opna lettelser 1 arbejdet
med at indsende selvangivelse og regnskabsmateriale til skattemyndighe-
derne. Det sker ved at etablere mulighed for, at data til skattemyndighe-
derne 1 videre omfang kan indsendes digitalt.

(...)

Det forudseetter, at der forinden etableres mulighed for digital indgivelse
af selvangivelse for alle virksomheder. Den mulighed eksisterer ikke 1 dag
for selskaber mv. Det er vurderingen, at papirbilagene er en vasentlig
barriere for digital indgivelse af selvangivelsen, og at virksomhederne
vil se digitaliseringsmuligheden som en forenkling, som kan lette deres
arbejde 1 forbindelse med indsendelse af selvangivelse og regnskab. ”

Kilde

LF 31/2004 Forslag til lov om @&ndring af skattekontrolloven og lov om
opkravning af skatter og afgifter mv. (Digitalisering af regnskabsoplys-
ninger, opha@velse af virksomheders underretningspligt og afskaffelse af
kildeskattebederne).

https://www.retsinformation.dk/Forms/R0710. aspx? 1d=89978

Hjemmel til digital kommunikation for virksomheder mv.

Hvad

Eksemplet viser, at kommunikationen mellem kommuner, arbejdsgivere
og selvstendigt erhvervsdrivende om tilskudsordninger mv. efter lov om
en aktiv beskaftigelsesindsats kan ske digitalt.

VEIJ nr 9590 af 12/07/2018
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Med lovforslaget indferes hjemmel til, at beskeftigelsesministeren ad-
ministrativt kan fastsatte regler om at anvende digital kommunikation

Lovbemzrkninger mellem kommuner, arbejdsgivere og selvstendigt erhvervsdrivende om
tilskud.
Kilde Lovforslag L 124/2012 Digital kommunikation om tilskudsordninger mv.

http://www.ft.dk/samling/20121/lovforslag/L.124/index.htm

Hjemmel til obligatorisk, digital selvbetjening

Hvad

Eksemplet viser, hvordan der er sikret hjemmel til obligatorisk digital
selvbetjening, samt de overvejelser, der er gjort vedrerende mulighed for
undtagelse.

Lovbemearkninger

For at kunne palegge borgerne pligt til at anvende digitale selvbetjenings-
losninger ved ansegninger, anmeldelser, indberetninger mv. til det offent-
lige, skal dette vaere hjemlet 1 lov.

Det foreslés, at det (...) fastsattes, at det som altovervejende hovedregel
bliver obligatorisk at benytte de digitale selvbetjeningslgsninger pa de
udvalgte omréder. Konsekvensen af, at en ansegning, anmeldelse eller
indberetning mv. ikke indgives digitalt, er, at den offentlige myndighed
vil afvise ansegningen, anmeldelsen, indberetningen mv. efter behorig
vejledning.

Kilde

LF198/2012 Forslag til lov om @ndring af forskellige lovbestemmelser
om ansggninger, anmeldelser, anmodninger, meddelelser og erkleringer
til det offentlige.

https://www.retsinformation.dk/Forms/R0710. aspx? id=145921

5.2. Uddrag af Justitsministeriets notat om forvaltningsretlige krav til offentlige digitale lesninger
(sagsbehandlingsregler) fra 2015

Ved indferelsen af digitale lasninger i det offentlige er det vigtigt, at man er sarligt opmarksom pa,
at de pdgeldende losninger overholder relevante forvaltningsretlige krav. De forvaltningsretlige krav
og principper gelder séledes uanset, om forvaltningen varetages manuelt eller digitalt eksempelvis ved
obligatoriske digitale selvbetjeningslasninger.

Det indeberer bl.a., at de almindelige sagsbehandlingsregler, herunder regler om vejledning, partsrepree-
sentation og partshering mv. ber indtenkes 1 alle stadier af processen. Det vare sig 1 lovgivningsproces-
sen sével som ved planlegningen og systemudviklingen af den digitale losning.

I det folgende gengives relevante dele af Justitsministeriets notat fra november 2015 om forvaltningsretli-
ge krav til offentlige digitale losninger.'®

VEIJ nr 9590 af 12/07/2018
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3.2 Sagsbehandlingsregler og almindelige sagsbehandlingskray

Forvaltningsretten indeholder en reekke generelle forvaltningsprocessuelle regler, der tillcegger borgerne
forskellige rettigheder og befojelser i forbindelse med forvaltningens behandling af en sag. Der kan
eksempelvis peges pad reglerne og principperne om myndigheders vejledningspligt, partsrepreesentation,
partshoring og pligten til at begrunde afgorelser. Disse regler og principper skal ogsa iagttages, nar
sagsbehandlingen foregar digitalt og helt eller delvist automatiseret.

Nedenfor beskrives nogle problemstillinger, der har vist sig at opsta i praksis omkring overholdelsen af
sagsbehandlingsreglerne, og som der derfor er scerlig grund til at veere opmeerksom pd ved indforelsen af
nye it-lasninger i sagsbehandlingen.

3.2.1. Vejledningspligt

Forvaltningslovens § 7, stk. 1, har folgende ordlyd:

»$ 7. En forvaltningsmyndighed skal i fornadent omfang yde vejledning og bistand til personer, der retter
henvendelse om sporgsmdl inden for myndighedens sagsomrade. «

Forvaltningslovens § 7, stk. 1, stiller krav om, at en forvaltningsmyndighed i fornodent omfang yder
bistand og vejledning til personer, der retter henvendelse om spargsmdl inden for myndighedens sagsom-
rader. Indfores eksempelvis digitale selvbetjeningslosninger, skal disse selvbetjeningslosninger opfylde de
almindelige krav til vejledning. Det krcever, at den digitale losning gennemtcenkes grundigt, sadan at der
gives en effektiv og konkret deekkende vejledning i forbindelse med selvbetjeningslosningens anvendelse.

Som illustration kan henvises til en sag fra Folketingets Ombudsmand (j.nr.: 2010- 3100-7120), hvor en
gruppe af studerende, der havde ansogt om optagelse via det elektroniske optagelsessystem www.optagel-
se.dk, fik afslag, fordi deres eksamensbeviser ved en fejl ikke var vedheeftet deres ansogninger. Havde
der veeret tale om en manuel sagsbehandling, ville det have veeret et helt naturligt skridt at kontakte de
studerende og bede dem om at indsende det manglende materiale og forst herefter tillcegge det manglende
materiale processuel skadevirkning. Optagelse.dk er senere blevet cendret, sd ansogerne adskillige gange
advares om konsekvenserne af ikke at indsende det onskede materiale.

3.2.2. Partsrepreesentation

Forvaltningsloven § 8, stk. 1, har folgende ordlyd:

»$ 8. Den, der er part i en sag, kan pa ethvert tidspunkt af sagens behandling lade sig repreesentere eller
bista af andre. Myndigheden kan dog kreeve, at parten medvirker personligt, nar det er af betydning for
sagens afgorelse«

Det folger af forvaltningslovens § 8, stk. 1, at en part skal have mulighed for at lade sig repreesentere
af andre i sin kontakt med den offentlige forvaltning. Det er sdledes vigtigt, at man i forbindelse med
udviklingen af de digitale it-losninger ikke overser borgeres ret til partsrepreesentation efter forvaltnings-
lovens § 8. Forskellige sager hos Folketingets Ombudsmand har vist, at der ikke i alle tilfcelde har veeret
taget hajde for retten til partsrepreesentation. Der kan fx henvises til FOB 2011 12-1. Denne sag og et par
andre sager fra ombudsmanden drejer sig om indforelsen af obligatorisk elektronisk kommunikation pd
uddannelsesomrddet, hvor der ikke i tilstreekkelig grad var taget hajde for retten til partsrepreesentation.

Det bemcerkes i den forbindelse, at der er udviklet en feellesoffentlig digital fuldmagtslosning, “Digital
fuldmagt”, som giver myndigheder mulighed for, at borgere i digitale selvbetjeningslosninger kan over-
drage partsrepreesentationskompetence til andre, herunder en advokat eller familie og venner.
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Losningen forudscetter, at den integreres i myndighedens selvbetjeningslosning, hvorefter partsrepreesen-
tanten kan handle pa partens vegne inden for rammerne af fuldmagten. Det er op til myndigheden at
afgreense fuldmagtens reekkevidde. Myndigheden skal saledes vurdere, om fuldmagten generelt skal give
adgang til hele den digitale myndighedslosning eller kun udvalgte dele.

Borgeren har mulighed for at afgreense en periode for fuldmagten eller tilbagekalde den, men losningen
giver pa nuveerende tidspunkt ikke mulighed for, at fuldmagten konkret kan afgreenses til specifikke sager
eller dokumenter mv.

Losningen giver endvidere mulighed for, at sagsbehandleren i myndighedens fagsystem vil blive adviseret
om fuldmagten ved relevante sagsbehandlingsskridt, herunder ved afsendelse af breve til borgeren.

3.2.3. Partsaktindsigt

Forvaltningslovens kapitel 4 indeholder regler om, at en part i en sag har ret til partsaktindsigt. Efter
bestemmelserne i forvaltningslovens kapitel 4 kan visse typer af sager, dokumenter og oplysninger

undtages fra retten til aktindsigt. En reekke af disse regler kreever, at der foretages en konkret vurdering af
en reekke forhold.

Det gor sig bl.a. geeldende for sda vidt angar pligten til at ekstrahere visse oplysninger fra undtagne
dokumenter (lovens § 14 a, § 14 b) og for lovens bestemmelser om undtagelse af oplysninger (fx lovens
§ 15 om undtagelse af oplysninger af hensyn til statens sikkerhed). Det bemcerkes i den forbindelse, at
vurderingen af, om en oplysning er undtaget fra aktindsigt, kan cendre sig over tid.

Disse forhold skal man veere opmeerksom pd, hvis afgorelser om partsaktindsigt skal veere en del af en
digital losning. Det vil saledes i mange tilfecelde ikke veere fuldt ud muligt at lave en digital losning, hvor
det pd forhand er besluttet, om et dokument kan udleveres eller ej. Losninger, hvor en part selv kan logge
sig pd en digital it-losning og derigennem gare sig bekendt med samtlige af sagens endelige dokumenter,
forudscetter sdledes, at det pa forhdnd ligger klart, at der kan meddeles aktindsigt i samtlige af sagens do-
kumenter. Det vil krceve, at myndigheden pa forhand har taget stilling til, at undtagelsesbestemmelserne i
forvaltningsloven ikke finder anvendelse, eller at der vil kunne meddeles meroffentlighed.

Det er i denne sammenhceng ogsa relevant at vere opmeerksom pd forvaltningslovens § 9 b, stk. 1. Det
folger af denne bestemmelse, at en sag skal udscettes, hvis en part begeerer aktindsigt, og begceringen
imodekommes. Sagen skal udscettes, indtil der er givet parten adgang til at gore sig bekendt med
sagens dokumenter. Ved udscettelse af sagens afgorelse skal parten have en rimelig frist til at scette sig
ind i sagens dokumenter. Denne frist vil bero pa omfanget af den partsaktindsigt, der meddeles. En
digital losning skal sdledes kunne tage hajde herfor samt eventuelt for bestemmelsens stk. 2, hvorefter
udscettelseskravet ikke geelder i visse tilfcelde.

3.2. [4]. Partshoring

Forvaltningslovens § 19, stk. 1, har folgende ordlyd:

»$ 19. Kan en part ikke antages at veere bekendt med, at myndigheden er i besiddelse af bestemte oplys-
ninger om en sags faktiske grundlag eller eksterne faglige vurderinger, ma der ikke treeffes afgorelse, for
myndigheden har gjort parten bekendt med oplysningerne eller vurderingerne og givet denne lejlighed til
at fremkomme med en udtalelse. Det geelder dog kun, hvis oplysningerne eller vurderingerne er til ugunst
for den pdgceeldende part og er af veesentlig betydning for sagens afgorelse. Myndigheden kan fastscette en
frist for afgivelsen af den ncevnte udtalelse. «
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Ved offentlige digitale losninger skal retten til partshoring indteenkes og overholdes. Scerligt ved indfo-
relsen af it-losninger, som indebcerer, at der automatisk indhentes oplysninger fra registre og tidligere
sager ved behandlingen af en afgorelsessag, kan der veere grund til at veere opmeerksom pad dette. Ved
udformningen af sddanne losninger skal det sikres, at de oplysninger i sagen, som er veesentlige for
sagens afgorelse, og som er til ugunst for parten, identificeres, og at partshoring foretages.

Derudover bor man veere opmeerksom pd partens ret til at scette sig ind i oplysningerne, der haores over,
og komme med en udtalelse. Fastscettelsen af en frist herfor skal tage hajde for sagens art, omfang og
kompleksitet.

3.2. [5]. Retten til at afgive udtalelse

Forvaltningslovens § 21, stk. 1, har folgende ordlyd:

»$ 21. Den, der er part i en sag, kan pd ethvert tidspunkt af sagens behandling forlange, at sagens
afgorelse udscettes, indtil parten har afgivet en udtalelse til sagen. Myndigheden kan fastscette en frist for
afgivelsen af den ncevnte udtalelse.

Stk. 2. Bestemmelsen i stk. 1 geelder ikke, hvis
1) udscettelse vil medfore overskridelse af en lovbestemt frist for sagens afgorelse,

2) partens interesse i, at sagens afgorelse udscettes, findes at burde vige for veesentlige hensyn til
offentlige eller private interesser, der taler imod en sddan udscettelse, eller

3) der ved lov er fastsat scerlige bestemmelser, der sikrer parten adgang til at afgive en udtalelse til sagen,
inden afgorelsen treeffes.«

Ved offentlige digitale losninger skal der som udgangspunkt tages hajde for partens ret til pa ethvert
tidspunkt af sagens behandling at forlange sagens afgorelse udsat, indtil parten — inden for en eventuel
frist — har afgivet en udtalelse. Det skal sdledes veere muligt for parten at fremscette en anmodning efter§
21, stk. 1, og det skal veere muligt for den digitale losning at identificere den som en sddan, hvorefter
sagen skal kunne scettes i bero.

Efter § 21, stk. 2, kan anmodningen om udscettelse i visse tilfcelde konkret afvises, og den digitale losning
md ligeledes tage hajde herfor.

Der vil dog ifolge stk. 2, nr. 3, kunne fastscettes scerlige bestemmelser i lovgivningen, der sikrer parten
adgang til at afgive en udtalelse til sagen, inden afgorelsen treeffes, og hvis denne adgang er indbygget i
den digitale losning, vil den kunne treede i stedet for muligheden for at afgive udtalelse efter § 21.

3.2. [6]. Begrundelse

Forvaltningslovens § 22 har folgende ordlyd:

»S§ 22. En afgorelse skal, ndar den meddeles skriftligt, veere ledsaget af en begrundelse, medmindre
afgorelsen fuldt ud giver den pdageeldende part medhold. «

Forvaltningslovens § 24 har folgende ordlyd:

»$ 24. En begrundelse for en afgorelse skal indeholde en henvisning til de retsregler, i henhold til hvilke
afgorelsen er truffet. 1 det omfang, afgorelsen efter disse regler beror pd et administrativt sken, skal
begrundelsen tillige angive de hovedhensyn, der har veeret bestemmende for skonsudovelsen.
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Stk. 2. Begrundelsen skal endvidere om fornedent indeholde en kort redegorelse for de oplysninger
vedrorende sagens faktiske omstendigheder, som er tillagt veesentlig betydning for afgorelsen.

Stk. 3. Stk. 1, 2. pkt., og stk. 2 geelder ikke i de sager, der er ncevnt i § 11, stk. 2.

Begrundelsens indhold kan i ovrigt begreenses i det omfang, hvori oplysninger kan undtages fra aktind-
sigt, jf- §§ 15-15 b.«

Begrundelsesreglerne i forvaltningsloven stiller sdledes krav om, at en afgorelse skal begrundes, medmin-
dre parten far fuldt ud medhold i afgorelsen. Begrundelsen skal indeholde en henvisning til det relevante
retsgrundlag, og hvis afgorelsen beror pd et administrativt skon, skal de hovedhensyn, der har veeret
bestemmende for skonsudovelsen og dermed sagens afgorelse, angives.

Onskes et it-system, hvor der anvendes en automatisk genereret begrundelse, skal en sadan begrundelse
leve op til de almindelige begrundelseskrav. Man bor derfor naje overveje, om det inden for det pdgeel-
dende sagsomrade er muligt at anvende automatisk genererede standardbegrundelser, der er tilstreekke-
ligt preecise og deekkende.

3.2. [7]. Dokumenters integritet og autenticitet samt opbevaringen af disse

Der geelder et generelt krav om, at indholdet af et dokument, som sendes elektronisk til borgerne, ikke
uden videre kan cendres efter afsendelsen. Der kan i den forbindelse henvises til FOB 2009-4-7, hvor en
myndighed havde sendt afgorelser som almindelig word-filer. Det betad, at datoen for afgorelsen cendrede
sig hver gang dokumentet blev abnet, og dokumentets indhold kunne uden videre cendres, nar dokumentet
blev dbnet.

Derudover geelder et helt grundleggende krav om, at myndigheden opbevarer autentiske kopier af
dokumenterne. Dette geelder ogsd ved rene digitale losninger. Der geelder sdledes et ubetinget krav om, at
en myndighed enten i sagen har en kopi af de dokumenter, som myndigheden har produceret, eller sikkert
og hurtigt fra deres it-system vil kunne lave en fuldstendig nojagtig udskrift (kopi) af dokumenterne. Der
kan i den forbindelse bl.a. henvises til FOB 2001.290.

3.2. [8]. Journaliseringspligt

Offentlighedslovens § 15 stk. 1 og 2, har folgende ordlyd:

»$ 15. Dokumenter, der er modtaget eller afsendt af en forvaltningsmyndighed som led i administrativ
sagsbehandling i forbindelse med dens virksomhed, skal journaliseres, i det omfang dokumentet har be-
tydning for en sag eller sagsbehandlingen i avrigt. Det samme geelder interne dokumenter, der foreligger i
endelig form.

Stk. 2. Et dokument omfattet af stk. 1, som forvaltningsmyndigheden har modtaget eller afsendt, skal
Jjournaliseres snarest muligt efter dokumentets modtagelse eller afsendelse.

Stk. 3. Journalsystemet skal veere indrettet saledes, at det indeholder folgende oplysninger om de doku-
menter, der journaliseres:

1) Dato for dokumentets modtagelse eller afsendelse.

2) Kort tematisk angivelse af dokumentets indhold.
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Stk. 4. Pligten til at journalisere efter stk. 1-3 geelder for statslige forvaltningsmyndigheder omfattet af §
2 og kommunale og regionale enheder, der kan henregnes til den kommunale og regionale centralforvalt-
ning. «

Offentlighedslovens § 15 palegger offentlige myndigheder en journaliseringspligt. Journalisering er
nodvendig for sagsstyringen og en forudscetning for behandlingen af aktindsigtsanmodninger. Det er
derfor vigtigt, at offentlige it- systemer understotter og sikrer journaliseringen af relevante dokumenter,
herunder ikke papirbaserede dokumenter som fx e-mails. ”

[ ]

”5. Generel forvaltningsretlig regulering af digital sagsbehandling i det offentlige

Forvaltningslovens grundleggende regler er som tidligere ncevnt teknologineutrale. Forvaltningsloven
indeholder dog enkelte regler, der scerligt retter sig mod offentlige digitale losninger. Ved lov nr. 215
af 22. april 2004 blev § 32 a om digital kommunikation indsat i forvaltningsloven. Bestemmelsens
hovedformdl er bl.a. at fremme og lette mulighederne for, at borgerne kan benytte digital kommunikation
med den offentlige forvaltning. Ved lov nr. 1624 af 26. december 2013 blev forvaltningslovens § 32 b
indsat. Bestemmelsen vedrarer det forvaltningsretlige underskriftskrav og blev indfort for at sikre en
smidig og tidssvarende regulering pa omrddet for offentlige digitale it-losninger. Nedenfor omtales det
neermere indhold af disse bestemmelser.

5.1. Adgang til digital kommunikation

Forvaltningslovens § 32 a, har folgende ordlyd:

»$ 32 a. Vedkommende minister kan fastscette regler om ret til at anvende digital kommunikation ved
henvendelser til den offentlige forvaltning og om de ncermere vilkar herfor, herunder fravige formkrav i
lovgivningen, der hindrer anvendelsen af digital kommunikation«.

Forvaltningslovens § 32 a giver mulighed for, at vedkommende minister kan fastscette ncermere regler
om ret til at anvende digital kommunikation ved henvendelser til den offentlige forvaltning og om de
neermere vilkdar herfor, herunder fravige formkrav i lovgivningen, der hindrer anvendelsen af digital
kommunikation. Bestemmelsen giver alene mulighed for at fastscette regler, der giveren borgeren en ret til
at kommunikere digitalt med det offentlige. Bestemmelsen giver derimod ikke mulighed for at fastscette en
pligt for borgeren til at kommunikere digitalt.

En pligt for borgere mv. til at anvende elektronisk kommunikation, herunder ogsd pligtmcessig anvendelse
af selvbetjeningslosninger, kreever sdledes scerskilt hjemmel i lovgivningen eller i bekendtgorelse med
hjemmel i lov.

5.2. Underskriftskravet

Forvaltningslovens § 32 b, stk. 1-3, har folgende ordlyd:

»$ 32 b. I en sag, hvori der er eller vil blive truffet afgorelse af en forvaltningsmyndighed, skal de
dokumenter, der udgar fra myndigheden til borgere, virksomheder m.v., veere forsynet med en personlig
underskrift eller veere udformet pa en made, der i ovrigt sikrver en entydig identifikation af den, som er
afsender af dokumentet, og at dokumentet er endeligt.

Stk. 2. Bestemmelsen i stk. 1 geelder ikke for dokumenter, hvor der anvendes automatisk sagsbehandling.
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Stk. 3. Bestemmelsen i stk. 1 geelder endvidere ikke for dokumenter, hvorved der kvitteres, rykkes eller
foretages andre sagsbehandlingsskridt, der ikke er veesentlige.

Stk. 4 [...]«

Bestemmelsen regulerer det forvaltningsretlige underskriftskrav, det vil sige i hvilket omfang der skal
anvendes personlige underskrifter i udgdende dokumenter fra forvaltningsmyndigheder til borgere, virk-
somheder mv. i afgorelsessager.

Bestemmelsen hjemler en mulighed for, at myndigheder pd anden vis end ved personlig underskrift kan
opfylde det krav, der stilles til identifikation af afsenderen mv., hvis dokumentet udformes pa en mdde,
der i ovrigt sikver en entydig identifikation af den, som afsender dokumentet til borgere, virksomheder
mv., og at dokumentet er endeligt. Dette vil bl.a. kunne ske ved brug af it- losninger, hvor afsendelse af
dokumenter sker ved anvendelse af digital signatur, autosignatur eller andre former for signaturer, og
hvor der samtidig er opstillet de fornadne foranstaltninger, der er egnet til at sikre, at misbrug og andre
uretmeessigheder imodegds.

Anvendes der automatisk sagsbehandling, det vil sige sagsbehandlingssystemer, der indebcerer, at en sag
helt eller delvist behandles og afgores maskinelt pa baggrund af faste og entydige kriterier, uden at
en fysisk person sagsbehandler, folger det af bestemmelsens stk. 2, at der ikke er krav om personlig
underskrift.

Bestemmelsen i forvaltningslovens § 32 b indebcerer en generel regulering af sporgsmalet om underskrift-
skrav, der indeholder en afvejning af de forskellige hensyn pa omrddet. En fravigelse af bestemmelsen
kan kun ske ved lov eller med udtrykkelig hjemmel i lov og bor kun komme pd tale, hvor der er behov for
fravigelsen pd det konkrete omrade. ”

[ ]

5.3. Databeskyttelsesforordningen og databeskyttelsesloven

EU’s generelle databeskyttelsesforordning finder anvendelse den 25. maj 2018. Justitsmisteren har i den
forbindelse den 25. oktober 2017 fremsat forslag til lov om supplerende bestemmelser til forordning om
beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om fri udveksling
af sadanne oplysninger (databeskyttelsesloven). Lovforslaget blev vedtaget i maj 2018. Forslaget til
databeskyttelsesloven skal sammen med forordningen erstatte den geeldende persondatalov.

Lovforslaget fastsetter supplerende nationale bestemmelser om behandling af personoplysninger inden
for det nationale rdderum, som databeskyttelsesforordningen giver mulighed for, samtidig med, at den
nugeldende persondatalov ophaves.

Databeskyttelsesforordningen indeholder sammen med forslag til databeskyttelsesloven en raekke bestem-
melser, som det er vigtigt at vere opmarksom pa ved indferelsen af digital sagsbehandling. Nedenfor
fremhaves en raekke centrale bestemmelser i databeskyttelsesforordningen og forslag til databeskyttelses-
loven.

Endvidere indeholder lov om retshindhavende myndigheders behandling af personoplysninger'® bestem-
melser om databehandling, der finder anvendelse for de kompetente danske myndigheder med henblik
pa at forebygge, efterforske, afslore eller retsforfolge stratbare handlinger eller fuldbyrde strafferetlige
sanktioner, herunder beskytte mod eller forebygge trusler mod den offentlige sikkerhed.
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5.3.1 Behandling af personoplysninger

Databeskyttelsesforordningens kapitel II og forslag til databeskyttelseslovens kapitel 3 indeholder regler
om, hvorndr behandling af personoplysninger, som falder inden for forordningens og lovforslagets an-
vendelsesomrade, ma finde sted. Databeskyttelsesforordningens artikel 5 indeholder séledes en raekke
grundleggende principper for behandling af personoplysninger — herunder om lovlighed, gennemsigtig-
hed, proportionalitet og opbevaringsbegransning — mens forordningens artikel 6, 9 og 10 samt forslag til
databeskyttelseslovens §§ 6-13 indeholder generelle betingelser for, hvornar behandling af henholdsvis
ikke-folsomme og felsomme personoplysninger mé finde sted.

Personoplysninger kan som udgangspunkt behandles, herunder videregives, hvis én af betingelserne 1
databeskyttelsesforordningens artikel 6, stk. 1, litra a-f, er opfyldt, herunder bl.a. hvis den registrerede har
givet sit samtykke hertil (litra a), hvis behandlingen er nedvendig af hensyn til udferelse af en opgave 1
samfundets interesse eller som henherer under offentlig myndighedsudevelse, som den dataansvarlige har
fet palagt (litra e), eller hvis behandlingen er nedvendig for, at den dataansvarlige eller en tredjemand
kan forfolge en legitim interesse, og hensynet til den registrerede ikke overstiger denne interesse (litra f).

Behandling af folsomme personoplysninger mé alene finde sted, hvis betingelserne herfor 1 databeskyttel-
sesforordningens artikel 9 og forslag til databeskyttelseslovens § 7 er opfyldt. Det folger af databeskyttel-
sesforordningens artikel 9, stk. 1, at der som udgangspunkt ikke mé& behandles oplysninger om race eller
etnisk oprindelse, politisk, religios eller filosofisk overbevisning eller fagforeningsmeessigt tilhersforhold
samt behandling af genetiske data, biometriske data med det formal entydigt at identificere en fysisk
person, helbredsoplysninger eller oplysninger om en fysisk persons seksuelle forhold eller seksuelle
orientering. Behandling af sddanne oplysninger kan dog ske, hvis én af betingelserne i forordningens
artikel 9, stk. 2, eller forslag til databeskyttelseslovens § 7 er opfyldt.

Det folger af databeskyttelsesforordningens artikel 9, stk. 2, litra f, at behandling af de 1 stk. 1 navnte
oplysninger kan ske, hvis behandlingen er nedvendig for, at et retskrav kan fastlegges, gores geldende
eller forsvares. Omfattet af bestemmelsen er bl.a. den situation, at behandling af oplysninger om den
registrerede er nedvendig for, at den dataansvarlige kan afgere, om den registrerede har et retskrav. Dette
vil bl.a. vaere tilfeldet med hensyn til offentlige myndigheders behandling af oplysninger som led i
myndighedsudevelse.

Endelig ma behandling af oplysninger om stratbare forhold kun finde sted, hvis betingelserne herfor i
forslag til databeskyttelseslovens § 8 er opfyldt.

Af forslag til databeskyttelseslovens § 8, stk. 1, folger det, at der for den offentlige forvaltning ikke
ma behandles oplysninger om strafbare forhold medmindre det er nedvendigt for varetagelsen af myn-
dighedens opgaver. Ifelge § 8, stk. 2, ma de 1 stk. 1 navnte oplysninger ikke videregives, medmindre
¢én af betingelserne 1 bestemmelsens nr. 1-4, er opfyldt, herunder hvis videregivelsen er nedvendig for
udferelsen af en myndigheds virksomhed eller pakrevet for en afgerelse, som myndigheden skal treffe
(nr. 3).

Om databeskyttelsesforordningens og forslag til databeskyttelseslovens betingelser for at kunne behandle,
herunder videregive, personoplysninger er opfyldt, beror pa en konkret vurdering i1 det enkelte tilfeelde, og
en it-lgsning ma saledes — i det omfang det er relevant — tage hgjde herfor.

Hvis der indferes danske s@rregler om behandling af personoplysninger henvises der til betenkning nr.
1565/2017, herunder bl.a. side 168-170 og 229-230, der indeholder tjeklister for udarbejdelse af nye
nationale s@rregler for behandling af personoplysninger.
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5.3.2 Datasikkerhed
Reglerne om behandlingssikkerhed folger af databeskyttelsesforordningens artikel 32.

Det folger af databeskyttelsesforordningens artikel 32, stk. 1, at under hensyntagen til det aktuelle
tekniske niveau, implementeringsomkostningerne og den pagaldende behandlings karakter, omfang, sam-
menhang og formal samt risiciene af varierende sandsynlighed og alvor for fysiske personers rettigheder
og frihedsrettigheder gennemforer den dataansvarlige og databehandleren passende tekniske og organisa-
toriske foranstaltninger for at sikre et sikkerhedsniveau, der passer til disse risici, herunder bl.a. alt efter
hvad der er relevant af de 1 litra a-d navnte foranstaltninger.

Som eksempler pa foranstaltninger, som det kan vere relevant at gere brug af i sikkerhedsmessige
sammenhange, nevnes i forordningens artikel 32, stk. 1, litra a-d, bl.a. begreberne pseudonymisering og
kryptering af personoplysninger samt evnen til rettidigt at genoprette tilgeengeligheden af og adgangen til
personoplysninger i tilfeelde af en fysisk eller teknisk handelse.

Derudover indeholder forslag til databeskyttelsesloven i § 3, stk. 9, en bestemmelse hvorefter justitsmini-
steren efter forhandling med vedkommende minister kan fastsette regler om, at personoplysninger, der
behandles 1 nermere bestemte IT-systemer, og som fores for den offentlige forvaltning, helt eller delvist
alene méd opbevares her i1 landet. Efter bestemmelsen kan justitsministeren og vedkommende minister
saledes bestemme, at visse I'T-systemer skal fores 1 Danmark af hensyn til statens sikkerhed.

For nermere herom se Justitsministeriets, Datatilsynets og Digitaliseringsstyrelsens vejledning om be-
handlingssikkerhed.??)

Finansministeriet, den 12. juli 2018
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2)
3)
4)
5)
6)

7

8)

9)

10)
11)
12)
13)
14)
15)

16)
17)
18)
19)
20)

Betydningen for borgerne dokumenteres fortsat under “administrative konsekvenser for borgerne” jf. afsnit 2.5, ligesom konsekvenser for virksomheder
fortsat beskrives under punktet om “konsekvenser for erhvervslivet”.

Jf. Vejledning om konsekvensanalyser, maj 2005 (afsnit 3.2, 7.1 og 7.2 revideret i 2018).

Se ogsa https://lovkvalitet.dk/lovkvalitetsvejledningen/2-udarbejdelse-af-lovforslag/2-1-sproget.

Se ogsa kapitel 6 Adgang til digital kommunikation.

Lov nr. 528 af 11/6/2012 med senere @ndringer.
https://digst.dk/strategier/digitaliseringsstrategien/tidligere-strategier/digitaliseringsstrategien-2011-2015/lovgivning-om-obligatorisk-digital-selvbetje-
ning/

Lov nr. 692 af 08/06/2018 gennemforer Europa-Parlamentets og Radets direktiv 2016/2102/EU af 26. oktober 2016 om tilgangelighed af offentlige
organers websteder og mobilapplikationer.

Europa-Parlamentets og Rédets forordning nr. 679 af 27. april 2016 om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger
og om fri udveksling af sadanne oplysninger og om ophzavelse af direktiv 95/46/EF (generel forordning om databeskyttelse).

Se ogsa kapitel 6 Databeskyttelsesforordningen og databeskyttelsesloven.

Se eksempelvis http://grunddata.dk/

https://arkitektur.digst.dk/rammearkitektur/klassifikationer/form/form-online
https://modst.dk/media/19528/vejledning-om-konsekvensanalyser-maj-2005-afsnit-3-2-7-1-0g-7-2-revideret-i-2018.pdf

Se https://modst.dk/media/19528/vejledning-om-konsekvensanalyser-maj-2005-afsnit-3-2-7-1-0g-7-2-revideret-i-2018.pdf
https://digst.dk/styring/projektstyring/den-faellesstatslige-it-projektmodel/

Europa-Parlamentets og Rédets forordning nr. 679 af 27. april 2016 om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger
og om fri udveksling af sadanne oplysninger og om ophzavelse af direktiv 95/46/EF (generel forordning om databeskyttelse).
http://www.ft.dk/samling/2013 1/lovforslag/L.124/baggrund.htm

Se evt. https://arkitektur.digst.dk/metoder/regler-begrebs-og-datamodellering

Notatet kan findes pa https://digst.dk/media/12721/notat-om-forvaltningsretlige-krav-til-det-offentliges-itlsninger.pdf

Lov om retshandhavende myndigheders behandling af personoplysninger, jf. lov nr. 410 af 27. april 2017.
https://www.datatilsynet.dk/media/6879/artikel250g32-vejledning.pdf
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